QUEENSLAND TREASURY

Financial Accountability Handbook

VOLUME 3 – DESIGNING INTERNAL CONTROLS

Date: January 2020
Volume 3 discusses the fundamental elements supporting the design and implementation of internal control structures.

The Financial and Performance Management Standard 2019 requires agencies to have regard to the Handbook when establishing and maintaining their internal control structures. Agencies must comply with the contents of the Handbook when they apply to agency circumstances. Agencies will therefore need to be mindful of this requirement when establishing and implementing internal financial controls and operational processes.

This Volume consists of the following Information Sheets:

<table>
<thead>
<tr>
<th>Reference</th>
<th>Information Sheet Title</th>
<th>Date Issued</th>
</tr>
</thead>
<tbody>
<tr>
<td>3.1</td>
<td>Risk Identification and Management</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.2</td>
<td>Internal Control Structure</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.3</td>
<td>Information Systems (Digital &amp; ICT)</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.4</td>
<td>Delegations</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.5</td>
<td>Revenue Management Systems</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.6</td>
<td>Expense Management Systems (excluding HR)</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.7</td>
<td>Human Resource and Payroll Systems</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.8</td>
<td>Property, Plant and Equipment Systems</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.9</td>
<td>Asset Systems</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.10</td>
<td>Liability Systems</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.11</td>
<td>Taxation Compliance Systems</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.12</td>
<td>Commitments and Contingencies</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.13</td>
<td>Performance Management System</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.14</td>
<td>Financial Management Practice Manuals</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.15</td>
<td>Fraud Control</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.16</td>
<td>Contract Performance Guarantees</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.17</td>
<td>Contract Management</td>
<td>October 2019</td>
</tr>
<tr>
<td>3.18</td>
<td>Derivative Transactions</td>
<td>January 2020</td>
</tr>
</tbody>
</table>

**Further information**

If you have any questions concerning the Financial Accountability Handbook, please contact your Treasury Analyst. Alternatively, email the Financial Management Helpdesk (fmlhelpdesk@treasury.qld.gov.au) with details of your query and a response will be provided.
Information Sheet 3.1 – Risk Identification and Management

Introduction

The purpose of risk identification and management is to establish, reinforce or refine appropriate internal controls to minimise, or at best, neutralise, the impact of potential threats on the achievement of government and agency objectives.

This Information Sheet is designed to assist agencies with respect to risk identification and management.

Prescribed requirements

The Financial Accountability Act 2009 (FA Act) requires all accountable officers and statutory bodies to establish and maintain appropriate systems of internal control and risk management (section 61).

The Financial and Performance Management Standard 2019 (FPMS), section 23, prescribes that the agency’s risk management system must provide for:

- mitigating the risk to the department or statutory body and the State from unacceptable costs or losses associated with the operations of the department or statutory body, and
- managing the risks that may affect the ability of the department or statutory body to continue to provide government services.

Further, in managing the strategic and operational risks of the department or statutory body (relating to digital and ICT), regard must be had to the Queensland Government Enterprise Architecture (QGEA) (refer to Information Sheet 3.3 – Information Systems (Digital & ICT)).

A Guide to Risk Management

Queensland Treasury, in collaboration with the Department of the Premier and Cabinet, has published A Guide to Risk Management (the Guide) which provides guidance to agencies in the identification and management of agency, cross-agency and whole-of-Government risks.

The purpose of the Guide is to provide an overview of the key concepts of risk management, and guidance on how the risk management process can be practically applied by any Queensland public sector agency.

The Guide is intended to be an information reference and contains the minimum principles and procedures which should be incorporated into a basic risk management process to assist departments and statutory bodies in adopting a consistent approach to risk management. The Guide is not mandatory, however, its application will encourage better practice and support accountable officers and statutory bodies in the implementation of effective risk management practices at all levels within their agency, aiding them in fulfilling their statutory obligations under the FA Act and the FPMS. The Guide can be accessed on Queensland Treasury’s website.
Risk management in a digital world

ICT is a keystone in both the delivery of services to the public and managing the business of government. Digital provides great opportunity to improve service delivery and management, but also presents risks.

The QGEA sets mandatory direction and guidance that can assist in:

- managing risks that digital and ICT may have on the business; and
- leveraging opportunities where digital can transform government and its services.

Further information on the QGEA is available at [www.qgcio.qld.gov.au](http://www.qgcio.qld.gov.au).

Related resources

- A Guide to Risk Management, Queensland Treasury and the Department of the Premier and Cabinet
- Corruption in focus: a guide to dealing with corrupt conduct in the Queensland public sector, Crime and Corruption Commission
- Fraud and Corruption Control: Best Practice Guide, Crime and Corruption Commission
- Queensland Government Enterprise Architecture, Queensland Government Chief Information Office
Information Sheet 3.2 – Internal Control Structure

Introduction

Section 7 of the Financial and Performance Management Standard 2019 (the FPMS) provides that each accountable officer and statutory body must establish and maintain a cost-effective internal control structure for their agency, and that this structure must be included in the agency’s financial management practice manual.

The Committee of Sponsoring Organisations of the Treadway Commission (COSO) is an internationally recognised voluntary private sector organisation that has established a common internal control model against which organisations may assess their control systems. COSO defines internal control as “a process ... designed to provide reasonable assurance regarding the achievement of objectives in effectiveness and efficiency of operations, reliability of financial reporting, and compliance with applicable laws and regulations.”

High-level information about the purpose and features of internal controls is available in Information Sheet 2.3 – What are Internal Controls?

This Information Sheet is designed to assist agencies to understand the essential components of any internal control structure, the scope of internal control activities, and management responsibility with respect to these activities.

Components of internal control structure

COSO states that there are five interrelated components of an internal control structure, and that these apply to all agencies, irrespective of size, though smaller agencies are likely to implement them in a less formal manner. These components are outlined below, with references to related Information Sheets:

- control environment – this sets the tone for the agency, providing the foundation for all other components of internal control. It includes integrity, ethical values and the competence of all officers and staff (refer to Information Sheet 2.2 – What is a Control Environment?).

- risk assessment – this is the identification and analysis of relevant risks, internal and external, to the achievement of government and agency goals (refer to Information Sheet 3.1 – Risk Identification and Management).

- internal control activities – these are the policies and procedures established by an agency and documented in the financial management practice manual to address the risks and help in the achievement of goals (refer to Information Sheet 2.3 – What are Internal Controls?).

- information and communication – pertinent information must be identified, captured and communicated in a form and timeframe that enables officers and staff to carry out their responsibilities efficiently and effectively (refer to Information Sheet 5.1 – Management Reporting and Information Sheet 2.1 – What is Governance?).

- monitoring – internal control systems must be monitored to assess the quality of the internal control

1 Guidance on Internal Control, Committee of Sponsoring Organizations of the Treadway Commission, 2013.
Types of internal controls

Agency internal controls are classified as financial internal controls and non-financial internal controls.

Financial internal controls (for example, payment approvals and authorisations, financial delegations, processing of remittances, banking requirements, and accounting reconciliations) assist in ensuring that an agency's financial transactions are appropriately authorised, processed and recorded.

Non-financial controls include controls and processes applicable to agency information systems and operational requirements that are used to achieve agency objectives and delivery of agency services, and include:

- internal accounting controls, which are guidelines and procedures related to the keeping of books and records,
- administrative accounting controls, which are those controls that ensure agency transactions are processed in accordance with management's general or specific authorisations, and
- ICT controls, which are those controls that ensure that agency services, processes, information and technology are managed in a way that delivers value and protects these resources from malicious and unauthorised activity.

While this Information Sheet is primarily concerned with financial controls and processes, many agency controls and processes are unrelated to financial matters (for example, compliance with internal policies and procedures) and would benefit from the same compliance processes detailed in this Information Sheet.

Scope of internal control activities

Each agency is responsible for developing a system of internal controls that is specific to its operations and that includes procedures or mechanisms that:

- review risk profiles on a regular basis
- ensure compliance with internal policies and procedures
- ensure compliance with applicable laws, regulations and accounting standards
- reduce the possibility of error, fraud or other irregularities through processes such as delegations of authorities and segregation and rotation of duties, and
- ensure that activities underpinning agency objectives are complete, correctly recorded in the agency’s financial system and ultimately reflected in the agency’s financial and performance reports.

Agencies are encouraged to draw on the experience and expertise of other agencies as appropriate, including the Queensland Audit Office, when establishing new processes or reviewing existing systems, to ensure appropriate internal controls are developed.

Section 11 of the FPMS provides that each agency must establish and maintain systems to manage its financial resources. Specific Information Sheets have been prepared relating to each system, to assist agencies in meeting their obligations under this section of the FPMS.
Management responsibility

Management has an obligation to ensure that internal control processes are cost-effective and consistent with agency operational needs, and recognise changing operational requirements. To achieve this goal, management should:

- recruit staff with skills sufficient to deliver agency objectives
- provide appropriate training to staff
- undertake regular reviews to ensure that internal controls are continuing to achieve the stated objectives cost-effectively
- implement mechanisms to review existing processes, or implement new processes, resulting from ongoing operational and risk assessment reviews, and
- ensure financial management practice manuals and other agency-specific documentation are up to date and reflect current agency operations and objectives.

Related resources

- Information Sheet 2.4 – Limitations of Internal Controls
- Committee of Sponsoring Organisations of the Treadway Commission
- Australian National Audit Office
- International Federation of Accountants
- Queensland Government Enterprise Architecture, Queensland Government Chief Information Office
Introduction

The development and implementation of internal controls and systems surrounding agency digital and information and communication technology (ICT) and records management functions are fundamental to the efficient, effective and economical delivery of agency outputs and policy objectives.

Well-designed control systems will allow agencies to meet their obligations under applicable legislative and policy mandates. Internal controls developed and implemented by agencies should be appropriate to the size, risk appetite and nature of operations.

The following elements should be addressed:

- establishment of an appropriate information records management and security culture
- implementation of appropriate information security requirements in accordance with the Queensland Government Information Security Policy
- ensure accountabilities and methodologies to control business change are in place to maximise benefits whilst minimising negative impacts, including investment review and assurance
- ensure adequate processes and procedures exist with operational functions to promote seamless integration prior to implementation, and
- adherence to relevant legislative and policy requirements.

This Information Sheet is designed to assist agencies in the development, application and review of internal controls and systems appropriate to digital and ICT operations, and record management functions relating to financial management.

Legislative requirements

The Financial and Performance Management Standard 2019 (the FPMS) requires the accountable officer or statutory body to have regard to the Queensland Government Enterprise Architecture (QGEA) when:

- establishing and maintaining the internal control structure (section 7(4)(b))
- establishing, maintaining or reviewing the financial information management system (section 22(2)(c)), and
- managing digital and ICT risks (section 23(5)).

The QGEA is managed by the Queensland Government Chief Information Office (QGCIO). QGCIO provides Queensland Government agencies with guidance and support on improving the delivery of Queensland Government services and developing best practice approaches to digital and ICT management.

Section 22(3) of the FPMS also provides that when introducing or significantly amending the agency’s financial information management system, the accountable officer or statutory body must consult with:

- the head of internal audit for the department or statutory body
• the authorised auditor for the department or statutory body
• the person responsible for records management for the department or statutory body
• the chief finance officer of a department, and
• the person responsible for the financial administration of a statutory body.

Agencies must also comply with the Public Records Act 2002 and have regard to any policies, standards and guidelines issued by the State Archivist, as well as applicable requirements contained in the Information Privacy Act 2009 and the Right to Information Act 2009.

Queensland Government Enterprise Architecture (QGEA)

The QGEA comprises policies and supporting publications that are endorsed by a Directors-General Council and approved by QGCIO to facilitate digital enablement of social, economic and fiscal outcomes across Queensland.

It is a whole-of-government policy framework, administered by the QGCIO, to communicate digital and ICT direction, including strategy, policy and guidance to agencies and to influence the Queensland digital agenda. The QGEA is comprised of documents which:

• are mandatory to follow, including principles and policies, and
• support implementation, including guidelines and factsheets.

QGEA documents are subject to regular review and may be updated or repealed from time to time.

Benefits of efficient and effective digital and ICT systems

Application of efficient and effective internal controls and systems leads to:

• strengthened internal ICT controls enhancing the operational health of agencies
• improved information and data confidentiality, integrity and availability including the ability to prevent and identify potential breaches of systems
• increased accuracy and timely reporting on financial and operational matters
• improved ability to implement regulatory requirements
• improved decision-making and optimised use of resources in the delivery of agency services
• better identification of and increased responsiveness to risks and issues as they arise, and
• increased efficiencies through encouraging greater collaboration within agencies and potentially breaking down ‘silos’ within agencies through better understanding of the whole of agency operations.
Scope of internal control activities

The scope of ICT internal control activities should reflect the risk appetite, size, nature and complexity of the agency’s systems and processes. The control activities should recognise the following broad functions, and be developed and implemented accordingly:

- **Data** – ensure complete, timely and accurate processing of all correctly authorised data.
- **Applications** – test the operation of business applications to ensure that the applications correctly accept, manipulate, store and provide information to users.
- **Security and access** – regulate the operation of the ICT systems by agency users, management and others, and ensure unauthorised parties cannot circumvent security controls.
- **Accounting** – monitor processing controls applicable to the recording of financial and other transactions, complying with general accounting principles, specific regulatory requirements and agency management needs.
- **Management and administration** – monitor activities in overseeing the operations of digital and ICT-related activities.
- **Projects and programs** – establish governance structures responsible for delivering project outputs/outcomes, qualified project managers, project/program management methodologies, investment review and assurance activities, parallel testing of systems before implementation, change management and contingency planning.
- **Business continuity** – processes and plans need to be in place (and regularly tested) to ensure continuity of business following natural disasters or other external events.

Management of Digital and ICT systems

It is suggested that the following matters be considered in the design and management of an agency’s internal controls, systems and processes.

- **Appointment of a chief information officer (or equivalent) with responsibility for:**
  - compliance with the QGEA and the *Public Records Act 2002*
  - establishment and use of effective digital and ICT and records management governance arrangements
  - ICT operations, including asset management, capacity management, and systems maintenance and policy direction
  - development and implementation of appropriate processes to validate new procedures, applications and upgrades including key risks and issues
  - participation in agency driven and operated risk management processes
  - development of appropriate and commonly understood mitigation strategies including incident response, disaster recovery and business continuity, and
  - developing an IT governance approach which defines leadership, accountability, roles and responsibilities, information requirements, organisational structures, and practices (including
assurance, investment review and an information security management system (ISMS)) to avoid breakdowns in internal control and oversight and systems management.

- System security should incorporate controls that adopt the Australian Signals Directorate Essential Eight and ISO 27001 controls commensurate with the security classification of the information and risk appetite of the agency.

- Operational procedures should require:
  - timely change/removal of user access (for example, change in role or termination of an employee)
  - regular operational reviews and communication with digital and ICT vendors
  - the establishment of approval and delegation levels
  - the implementation of effective segregation of duties
  - the use and regular review of audit trails and control registers, and
  - the establishment of reasonable tolerances in processing applications that accept minor variations in data processed (for example, small variations in price between goods ordered and goods invoiced following delivery).

- Information management considerations should:
  - be consistent with requirements and provisions of the Information Privacy Act 2009, the Right to Information Act 2009, QGEA policy and other appropriate legislation or regulation, and
  - ensure compliance with Payment Card Industry Data Security Standard (PCI DSS) requirements. The PCI DSS is a worldwide data security standard designed to help protect cardholder information. It provides a minimum set of technical and operational requirements for how customer card data is used, managed and stored.

**Effectiveness of Digital and ICT internal controls and systems**

In assessing the effectiveness of internal controls and systems, agencies should:

- regularly assess their alignment with the QGEA and compliance with legislative requirements
- ensure up to date information is available to senior management to ensure timely and effective decision support
- ensure that internal controls and processes meet minimum security requirements as outlined in the Queensland Government Information Security Policy
- ensure the appropriateness of agency information security in accordance with the Queensland Government Information Security Policy
- implement appropriate review processes to assess the effective operation of digital and ICT systems
- establish and monitor appropriate user access and security levels for compliance with policy
- assess the frequency and effectiveness of systems backups, system changes, upgrades, and use of licensed software
- ensure there are regular updates of software including antivirus software
• implement, and ensure adherence with the Code of Conduct and agency Use of ICT services, facilities and devices policy, and
• disseminate lessons learned to ensure common risks and issues are identified early and effectively managed.

Management and removal of information

Queensland Government agencies have responsibility for records, ICT and information assets. The responsibility extends to providing access to appropriate stakeholders, managing the assets across the whole of their life cycle, and ensuring that appropriate controls and processes are maintained (such as security, integrity, correctness, consistency, privacy, confidentiality and accessibility).

Additional information and guidelines on the management of ICT and information assets can be found in the QGEA.

When a decision is made by an agency to dispose of an asset, it is a requirement to ensure that all information and records are appropriately managed and removed from the asset prior to disposal. Disposal of public records is only permitted if authorised by the State Archivist or other legal justification, authority or excuse.

The following QGEA documents should be referred to by agencies when disposing of ICT or information and records management assets:

• Procurement and Disposal of ICT Products and Services Policy (IS 13).
• Information Security Policy (IS 18).
• Records Governance Policy.

Agencies should also ensure that the provisions of the Information Privacy Act 2009 and the Public Records Act 2002 are recognised when developing controls and processes for the disposal of records, ICT and information assets. For more information on the retention and disposal of records, refer to the Queensland State Archives website.

External ICT support

Agencies must comply with the Queensland Procurement Policy for the procurement of ICT products and services. Procurement should occur as part of a planned strategy and be managed in an effective manner that maximises benefits to the agency and minimises or mitigates risk (refer to Information Sheet 4.4 – Outsourced Arrangements).

Where an external service provider is engaged to provide ICT services, appropriate internal control activities should include:

• use of mandated Queensland Information Technology Contracting (QITC) Framework contractual terms and conditions for the procurement of ICT products and services
• clear definition of the service provider’s activities/services
• development of internal agency controls to verify the accuracy of data processed, and
• assessment of the effectiveness of the service provider’s systems and data integrity processes (backups, disaster recovery plans, etc.).

Related resources

• Queensland Government Chief Information Office
• General records management advice, Queensland State Archives
• Record retention and disposal, Queensland State Archives
• Queensland Information Technology Contracting (QITC) Framework
• Payment Card Industry Data Security Standard (PCI DSS) information can be obtained from the Government Banking Unit (government employee access only)
• Project Assessment Framework, Queensland Treasury
Information Sheet 3.4 – Delegations

Introduction

Under the Financial Accountability Act 2009 (the FA Act), the accountable officer or statutory body is responsible for the efficient, effective and economical operation of the agency. To achieve this practically, the accountable officer or statutory body will need to delegate certain functions or responsibilities to other departmental or statutory body staff.

Section 76 of the FA Act states that the accountable officer may delegate their functions to an appropriately qualified public service employee or other employee of the State. While the provisions of the FA Act do not apply to statutory bodies, a statutory body’s enabling legislation may contain similar provisions relating to the delegation of functions.

Where delegations are made by the accountable officer or statutory body, responsibility for decisions made by those delegated officers will remain the responsibility of the accountable officer or statutory body.

This Information Sheet is designed to assist agencies to meet their obligations under the FA Act in relation to the delegation of functions and responsibilities. Agencies should also refer to section 27A of the Acts Interpretation Act 1954, which contains overriding principles regarding the delegation of functions or powers.

Accountable officer delegations (departments only)

Delegations under the FA Act only apply to financial functions detailed in that Act. Other Acts may specify additional functions that an accountable officer may delegate, for example, the Public Service Act 2008 and the Acts Interpretation Act 1954.

Section 76 of the FA Act allows an accountable officer to delegate their functions to “an appropriately qualified public service employee or other employee of the State”. Functions cannot be delegated to contractors or consultants, and sub-delegation is not permitted.

An accountable officer can delegate functions to officers within a statutory body where a statutory body represents the State (as expressly stated in the statutory body’s enabling legislation). The accountable officer remains responsible for the actions of the officers of the statutory body in the exercise of their delegated functions.

An accountable officer may place restrictions or conditions on any delegation given (for example, approval of certain types of transactions, up to specific amounts, or for specific cost centres).

High value project commencement approval

While the legislation provides that the accountable officer is responsible for approving (or delegating the power to approve) all expenditure and projects, Government policy restricts this.

Departments are required to obtain Governor in Council approval prior to commencing a high-value project (as defined by the Project Commencement Approval policy).
Statutory body delegations

The FA Act does not provide a statutory body with the power to delegate functions or responsibilities. The power of delegation will result from the statutory body’s enabling legislation, and it must be an express power (that is, explicitly stating delegations are permitted).

Where delegations are permitted, either the statutory body itself or the enabling legislation may place restrictions or conditions on any delegation given.

Creating and assigning delegations

Generally, delegations are assigned to positions. Alternatively, delegations may be assigned to individual officers and can only be exercised by that officer. In this situation, the delegated power cannot be sub-delegated.

Where an accountable officer or statutory body delegates functions to an individual or position in another public sector agency, delegation parameters must be clearly and unambiguously stated and understood.

When creating and assigning delegations, the following should be considered:

- the need for delegations based on the position and its responsibilities
- the level of risk associated with the provision of a delegation
- operational issues such as accessibility for regional staff, emergency situations, timing to obtain approval, etc
- the types of delegations to be assigned
- the appropriate financial cap or other limitations
- whether to grant the delegations to an individual or a position, and
- appropriate segregation of duties.

Types of delegations

There are no specific types of delegations which an agency must establish. These will be determined based upon the ‘business’ of each agency. Types of delegations, with examples, that are traditionally assigned by accountable officers and statutory bodies include:

- procurement (authority to sign requisitions, purchase orders)
- expenditure (authority for operational expenditure, write-off losses or assets)
- payment (sign cheques, authorise electronic funds transfers)
- administrative (correspondence, approve records disposal), and
- human resources (approve role descriptions, advertising vacancies, appointments).

In determining the legislative authority that underpins the delegation process, agencies should refer to the FA Act, and other applicable legislation, such as the Public Service Act 2008.
Delegation limits

Senior agency officers may be granted higher delegation limits based on their position, skills and experience than, for example, less senior agency officers.

Delegation limits may also differ depending upon the delegation type. For example, an officer may have a delegation of $200,000 to approve recurrent expenditure, but only $100,000 to approve the purchase of assets.

Record of delegations

Each agency should maintain a record of all currently approved delegations in an appropriate register which should be linked to the agency’s financial management practice manual.

The record of delegations should include:

- the delegation type
- list of positions/officers holding each delegation type
- dollar or other thresholds for each delegation type, and
- any restrictions/limits placed on individual delegates or types of delegations.

The record of delegations should be readily accessible to all officers within the agency. An agency may consider entering delegated agency staff specimen signatures in the register or retaining the specimen of signatures separately to the record of delegations, to enable relevant personnel to verify signatures on source documentation. If adopted, appropriate controls will need to be implemented to ensure there is no fraudulent or inappropriate use of the signatures.

Review of delegations

Delegations should be regularly reviewed (at least annually, unless there have been significant changes to the agency, in which case it should be more frequently) to ensure they remain appropriate, and changed or withdrawn as required (for example, on the change in officers appointed to various positions, or in the event of an agency restructure). Agencies should ensure processes are in place to withdraw or change delegations if individual officers change positions.

Any review should include an assessment of whether officers with a delegation actually need it for their normal roles and responsibilities. The more staff with the ability to authorise expenditure, the greater the risk of inappropriate payments and the more difficult it is to maintain controls to ensure payments are appropriately and correctly authorised.
Information Sheet 3.5 – Revenue Management Systems

Introduction
Section 13 of the *Financial and Performance Management Standard 2019* (the FPMS) requires each accountable officer and statutory body to manage revenue through an effective revenue management system, and to set charges for goods or services provided by the agency. In addition, the revenue management system must promptly collect, manage and record information about revenue, and provide for timely writing off of revenues due and unpaid.

Examples of major types of revenue for public sector agencies include:

- appropriations
- grants
- taxes, fees and fines, and
- user charges.

This Information Sheet is intended to assist agencies to meet their obligations under the FPMS, and does not provide guidance on the reporting of revenues in agencies’ financial statements. The *Financial Reporting Requirements for Queensland Government Agencies* (FRRs) deals with agency obligations in this regard.

Agency fees and charges
While authority for setting fees and charges is an agency function, the calculation and application of such fees and charges must be in accordance with approved whole-of-Government policies. These policies include the *Principles for Fees and Charges* (applicable to departments (except commercialised business units) and statutory bodies), and the *Full Cost Pricing policy* (applicable to commercialised business units and significant business activities).

Given that there must be regard to the full cost of providing goods and/or services, it is important for agencies to have an understanding of their cost structures, and these should be documented and regularly reviewed to ensure under or over charging does not occur. Refer to the *Principles for Fees and Charges* policy for additional information.

Internal controls and processes
In fulfilling the revenue obligations of the FPMS, factors to be considered include:

- identification of agency revenues
- collection and follow up of agency revenues
- locations or functions
- agency credit sales of goods and services, and
- agency specific requirements documented in financial management practice manuals.
Identification of agency revenues

Internal controls and processes should be implemented that correctly identify revenues, allocate revenue to the appropriate general ledger accounts, and ensure revenues are completely and accurately receipted and banked on a timely basis.

Collection of agency revenues

In the design and implementation of internal controls, agencies must consider the types of receipts they collect, as well as the specific risks attached to their collections, including:

- Cash
  - security, for example, when collecting cash, holding cash and depositing funds at bank
  - regular banking of agency takings, with consideration given to:
    - security service engagement for the physical deposit of funds, where material
    - varying times when bank deposits are made
    - use of pre-numbered receipts or effective electronic audit trail
    - regular balancing of till funds, and removal of surplus funds to a secure area, and
    - where funds are banked by a field employee, monitoring that all funds have been correctly accounted for.

- Credit cards
  - credit card details, including expiry dates, are checked at the time of the transaction
  - compliance with the Payment Card Industry Data Security Standard (PCI DSS)
  - warning bulletins, advice of scams or other illegal activities are communicated to agency staff, and
  - appropriate and robust processes are implemented to cover the operation of manual imprint machines.

- Cheques
  - stamped 'Not Negotiable'
  - payee name confirmed as the name of the receiving agency
  - complete and accurate details recorded on bank deposits, and
  - accepted, if appropriate, only after prior arrangements have been made.

- EFTs and bank transfers
  - processed promptly from bank statements or EFT files
  - matched to originating documents (for example, invoice number), and
  - applied to correct account codes (both subsidiary ledger and control accounts).
Locations or functions

Internal controls and processes should also be developed and implemented to effectively account for the location or functions that generate agency revenues, and while not exhaustive, would include:

- Account customers
  - pre-numbered sales invoices prepared, checked and despatched
  - customer account reconciliations performed, and
  - follow up on slow or non-payment of outstanding invoices.

- Agency ‘front office’
  - daily reconciliation of takings performed
  - ongoing staff training in front office processes
  - remittances cleared daily, and
  - provision of secure storage for remittances received.

- Remote locations
  - returns/reconciliations checked, and
  - appropriate collection/banking arrangements in place.

- Collection arrangements with third parties
  - for example, where a third party such as Australia Post collects revenues on behalf of an agency, appropriate internal controls and processes should be implemented such as:
    - written operating manuals
    - documented audit trails, reconciliation processes and banking functions, and
    - internal audit assessment of the effectiveness of established controls and processes.

- Bank account transactions
  - bank transactions promptly balanced and discrepancies followed up, and
  - bank reconciliations are regularly performed, completed in a timely manner, reviewed and approved by an appropriately delegated agency officer (at least monthly).

Agency credit sales of goods and services

While agencies must consider potential risks associated with handling cash and other negotiable instruments, effective credit management is also fundamental to underpinning an effective revenue management system. For example, risks are minimised where functions such as credit checks, establishment and maintenance of set credit limits, follow up of outstanding debtors and regular review of debtors aged trial balances are incorporated into agency internal controls and processes.

If it is determined that an amount is uncollectible, it should be written off in a timely manner. Write-offs should only be authorised by officers holding properly delegated authority as per the agency’s instrument of financial delegations.
Note, however, only the Treasurer has the power to approve the write-off of administered amounts, as outlined in section 21 of the *Financial Accountability Act 2009*, unless the Treasurer has delegated this power to an accountable officer pursuant to section 48 of the same Act.

**Financial management practice manuals**

Financial management practice manuals (FMPMs) form the foundation for efficient, effective and economical management of an agency’s revenue management system. FMPMs should completely and accurately reflect current financial controls and processes, and provide precise and concise directions to the agency on the various processes controlling agency revenue functions (refer to *Information Sheet 3.14 – Financial Management Practice Manuals*).

**Related resources**

- [Financial Reporting Requirements for Queensland Government Agencies](#), Queensland Treasury
- [Full Cost Pricing Policy](#), Queensland Treasury
- [Gifts and Benefits, Directive No. 22/09, Public Service Commission](#)
- [National Competition Policy](#), Queensland Treasury
- [Principles for Fees and Charges](#), Queensland Treasury
Information Sheet 3.6 – Expense Management Systems (excluding HR)

Introduction

An effective expense management system ensures that only appropriate and approved expenses are paid by agencies, and that applicable statutory, regulatory, financial and reporting requirements are met.

This Information Sheet is intended to assist agencies to meet their obligations under the Financial and Performance Management Standard 2019 (the FPMS) in relation to systems to manage agency expenses. It does not provide guidance on the reporting of expenses in agencies’ financial statements. The Financial Reporting Requirements for Queensland Government Agencies (FRRs) details agencies’ obligations in this regard.

Regulatory requirements

The FPMS mandates requirements applicable to an agency’s expense management system. The requirements encompass:

- section 14 – Expense management
- section 15 – Records of special payments
- section 16 – Losses from offences or corrupt conduct, and
- section 17 – Other losses.

The Crime and Corruption Act 2001 provides that a public official has a duty to notify the Crime and Corruption Commission (the Commission) of any corrupt conduct as provided under:

- section 38 – Duty to notify commission of corrupt conduct, and
- section 39 – Duty to notify is paramount.

Expense management

Expense management involves many processes, including tendering, requisitions, purchase orders, goods receipt and payment. There are also several payment methods available, such as cash, cheque, corporate card, petty cash and electronic funds transfer. Each of these payment methods have differing risks, costs and benefits attached. Staff should be provided with direction as to what procurement method is appropriate in various circumstances.

Factors critical to an effective expense management system, include ensuring that all expenses:

- are promptly and accurately identified
- are approved by agency personnel with appropriate authority
- are incurred in the name of the entity for lawful and legitimate purposes only
• represent value for money
• have been subject to competitive and ethical procurement arrangements and processes
• relate to goods and/or services as requested and these have been received or provided to the agency
• are paid when due and within terms (refer to the Queensland Government On-time Payment Policy), and
• are accurately recorded and reported in accordance with prescribed requirements.

Management should also implement monitoring controls to highlight or identify irregularities in the types or patterns of expenditure incurred by the agency, for example:

• ongoing data analysis to identify unusual transactions or trends for follow up, obtaining adequate explanations from relevant personnel/management and corroborating those explanations with alternative sources
• circulating expense reports to cost centre managers for confirmation and follow-up of discrepancies, again obtaining adequate explanations and corroborating those explanations with alternative sources, or
• reviewing daily logs to identify any unusual activity in the agency’s accounting information systems.

Special (discretionary) payments

Section 72 of the Financial Accountability Act 2009 (FA Act) enables an accountable officer to make special payments. The FA Act defines special payments as including ex-gratia expenditure and other expenditure that is not under a contract.

Special payments should only be made after all possible alternative avenues for redress have been explored. It may be appropriate to obtain legal advice to determine whether a legislative provision is more appropriate than a special payment.

Such payments could be made for any number of reasons, such as waiving a debt, compensating an individual for the impacts of Government or administrative decisions, or in recognition of a moral obligation.

One example of a special payment would be compensation paid to a third party for property resumed as part of a major infrastructure project undertaken by the agency. An individual does not necessarily need to have suffered a loss to receive a special payment.

Given the nature of special payments (that is, there is no legal obligation to make the payment), it is particularly important to ensure due process is followed. These payments may be subjected to an increased level of public scrutiny and therefore must be publicly defensible.

Each agency should consider the types of special payments and specific circumstances under which they may be deemed appropriate, and develop a process for how special payments are to be managed and processed.

At a minimum, a department’s financial management practice manual should address:

• the types of discretionary payments the agency may make
• the process for assessing requests for special payments. Issues may include the area/s authorised to deal with special payments, the level of consultation that should be undertaken, how/when previous requests can be used as a guide, etc
  o There may also be a discussion about when the making of a special payment is not considered appropriate, for example, if the requested payment would have the effect of supplementing capped payments set by other specific legislation, in circumstances where that legislation expresses the clear intention that specified payment levels are not to be exceeded in any circumstances
  • who has the delegated authority under an Instrument of Delegation to approve the payments. It is suggested that all special payments should be reviewed and endorsed by the chief finance officer
  • how the amount of any payments is to be determined or calculated
  • when conditions should be attached to special payments, for example, conditions relating to eligibility to receive payments or the use of payments received
  • when advice should be obtained in the assessment of special payments, including legal advice or advice from other external experts. Agencies should consider seeking legal advice before making any special payments, particularly for any sensitive or unusual payments. This has the benefit of ensuring an independent assessment of the appropriateness of payments before they are made, and
  • the documentation that is retained to substantiate the payment. The supporting documentation for any special payment must demonstrate how the amount has been determined and the criteria used to assess the appropriateness of the payment.

There may be instances where an event occurs and an agency expects to be making a number of payments for a similar purpose, for example, following a natural disaster or compensation due to a particular Government decision. In this instance, agencies are encouraged to develop and document processes to specifically address this particular circumstance, and have these approved by an appropriate officer. This process should consider who would be entitled to receive a special payment, and how amounts are to be determined to ensure equitable treatments.

It is important to ensure, however, that a particular special payment creates no expectations, interests or rights beyond the individual case.

All recipients of special payments should be informed of the reason for the payment.

Section 15 of the FPMS requires an accountable officer or statutory body to keep a record of prescribed special payments (that is, those exceeding $5,000). The record about each special payment is to include:
  • the day of the payment
  • the recipient of the payment
  • the reason for the payment (this should very clearly articulate why the payment is being made to ensure there is no ambiguity and to ensure that payments for similar reasons can be calculated consistently and fairly), and
  • the approval given for the payment (signed by and identifying the delegated officer in accordance with the agency’s instrument of financial delegations).
Agencies may, and are encouraged to, include other details about the special payment that the agency considers relevant and which will enhance transparency around such payments. This may include a cross-reference to supporting documents, such as invoices, vouchers, letters of claim or other related documentation.

The FRRs require agencies to disclose, in their financial statements, the total amount for each class of special payments. While the classes are not defined, agencies should group similar payments, and broadly explain the reasons for the payments.

**Losses**

Section 16 of the FPMS deals with losses that result from an offence being committed, or as a result of corrupt conduct (in this instance, including a consultant or contractor). For example, theft of cash, other property or a fraudulent act committed by an officer of an agency would fall under this section. Any material loss (that is, over the thresholds outlined in the FPMS) must be reported to the appropriate bodies (that is, the Minister, the Auditor-General, the police or Crime and Corruption Commission) as soon as practicable (but not later than six months) after detecting the loss. Ideally, notification should be made as soon as the loss is identified.

It is not necessary for there to be successful prosecution in the courts before section 16 applies. Instead, this section would apply where a loss has been identified and the accountable officer suspends that a criminal offence or official misconduct may have occurred warranting further investigation or action.

Section 17 of the FPMS outlines the action to be taken where other losses may occur. Loss of an asset due to a natural disaster would be an example of a loss captured by this section.

Agencies may find it beneficial (and are strongly encouraged) to regularly review the records of all losses experienced to determine whether there are any patterns emerging, which may suggest significant internal control weaknesses in particular areas.

Sections 16 and 17 of the FPMS do not limit the requirements in the Crime and Corruption Act to notify the Commission of any official misconduct. However, they do set some minimum reporting parameters for material losses. Agencies are to ensure that they remain compliant with the requirements of both the Crime and Corruption Act and the FPMS when developing policies and procedures with regards to losses.

**Related resources**

- [Fraud and Corruption Control – Best Practice Guide, Crime and Corruption Commission](#)
- [Financial Reporting Requirements for Queensland Government Agencies, Queensland Treasury](#)
- [Gifts and Benefits (Directive, Guideline and Reporting Procedures), Public Service Commission](#)
- [Queensland Leasing Approval Policy for Public Sector Entities, Queensland Treasury](#)
- [Queensland Government On-time Payment Policy](#)
- [Queensland Procurement Policy, Department of Housing and Public Works](#)
- [Queensland Ministerial Handbook, Department of the Premier and Cabinet](#)
- [Treasurer’s Guidelines for the use of the Queensland Government Corporate Purchasing Card, Queensland Treasury](#)
Information Sheet 3.7 – Human Resource and Payroll Systems

Introduction

Effective internal controls supporting agency human resource (HR) and payroll systems will ensure compliance with applicable statutory, regulatory and related requirements, maintenance of a high standard of HR management and appropriate recording practices, and ultimately ensure that only appropriately entitled staff are paid for work performed for the agency.

This Information Sheet is designed to assist agencies to meet their obligations in relation to the internal controls over human resources and payroll systems. It does not provide guidance on the reporting of human resources and payroll matters in agencies’ financial statements. The Financial Reporting Requirements for Queensland Government Agencies (FRRs) deals with agencies’ obligations in this regard. For information regarding the Public Service Act and Directive 05/14 requirements for Minimum Obligatory Human Resource Information (MOHRI) data to be provided to the Public Service Commission (PSC) from the agency’s system, see the PSC’s website.

Human resource and payroll systems

The functions associated with effective HR and payroll systems include:

- an approvals process for authorising staff movements (employee commencement, transfer, training or leave)
- recording, filing and retrieving employee information including:
  - position descriptions, applications, staff resumes, criminal history checks, resignation and termination notices, and exit interviews
  - staff performance appraisals
  - wage/salary review approvals, and
  - qualifications and ongoing education/training.
- payroll processing:
  - recording and reporting payroll expenses
  - remunerating agency staff, and
  - ensuring prompt follow-up of salary overpayments.
- periodically verifying payroll information with recorded employee information such as that listed above
- provision of counselling services to staff on performance, staff relations, or other matters
- periodically reporting HR-specific matters to management, such as:
  - accident and injury information
absenteeism statistics, and
employee demographics.

- procedures that ensure compliance with applicable statutory and regulatory requirements (for example, equal opportunity requirements), and
- procedures that ensure strict confidentiality of staff employment details.

Benefits of strong internal controls for HR/payroll functions

Benefits of strong internal controls include:

- management has an effective platform from which to manage all aspects relating to agency staff matters
- ready access to full and accurate staff records
- wages/salaries are correctly calculated and paid, and
- staff costs are correctly recorded in agency financial reports.

Related resources

- Information about FBT and PAYG can be located on the Australian Taxation Office website
- Information on industrial relations directives, awards, circulars, etc. for Queensland government employees can be located on the Public Service Commission website
- Information about payroll tax can be located on the Office of State Revenue website
Information Sheet 3.8 – Property, Plant and Equipment Systems

Introduction

Section 18 of the Financial and Performance Management Standard 2019 (the FPMS) requires departments and statutory bodies to implement an asset management system which provides for identifying, acquiring, managing, disposing of, valuing, recording and writing off assets.

This Information Sheet is designed to assist agencies to meet their obligations with regards to property, plant and equipment. It does not provide guidance on the reporting of assets in agency financial statements. The Financial Reporting Requirements for Queensland Government Agencies and the Non-Current Asset Policies for the Queensland Public Sector deal with agencies’ obligations in this regard.

Asset systems

Effective asset management systems include:

- asset planning
- asset evaluations prior to acquiring, maintaining or improving a significant asset
- reviewing the performance of completed significant assets
- asset acquisitions
- recording and appropriate accounting treatment of agency assets
- revaluation schedules
- impairment testing
- asset maintenance
- asset security, and
- asset disposals.

Benefits

The benefits flowing from the implementation and operation of effective internal controls covering agency property, plant and equipment include:

- management has an effective platform from which to manage and secure all property, plant and equipment
- ready access to full and accurate records relating to the purchase, location, maintenance and disposal of agency assets
- asset values, depreciation and impairments are correctly calculated, and
property, plant and equipment values are correctly disclosed in agency financial reports.

Asset planning

Planning by agencies for asset acquisition, replacement, upgrade and maintenance is a significant factor in an agency’s ability to deliver its services in an efficient, effective and economical manner. Refer also to Information Sheet 2.10 – Planning.

While there are no mandated asset planning requirements under the legislative framework, it is expected that agencies with a significant asset base would consider asset planning as part of overall agency planning processes. ‘Significant’ assets may be defined as those assets with a high dollar value, those that provide a key role in the delivery of agency services, or those that bring potential high risk to agency operations in the event of failure.

Asset planning focuses on the life cycle of an asset and how that asset aligns with service delivery priorities of the agency and Government. An asset plan should link with other plans formulated by the agency to deliver the agency’s core services. The planning process must recognise the requirements of the Queensland Procurement Policy when considering asset purchases.

An asset plan should be tailored to the particular circumstances of the agency and assess:

- the key issues that may influence the agency’s requirements for assets over the medium term
- the appropriateness of existing assets in relation to the agency’s operational needs
- maintenance required for existing assets, and
- the need for new assets.

Critical to the assessment of an agency’s planning for asset purchase or renewal is an accurate estimate of the useful life of each asset. This determines the period over which the asset will be written off, and the depreciation expense used for budgeting, funding and financial reporting purposes.

Based on this assessment of agency need, the asset plan should identify strategies to:

- source funding (for example, property sale proceeds to purchase new assets, quarantine appropriation funding for maintenance costs, etc.)
- achieve and maintain the appropriate level of operational performance for assets, and
- dispose of assets that are surplus to the agency’s requirements.

An asset plan may be a formal ‘sub-plan’ or, alternatively, it may be a component of the planning process that is integrated with an agency’s strategic and operational plans.

Note that while no mandatory asset planning requirements are contained in the legislative framework, such requirements may be contained in policies administered by departments other than Treasury. For example, the Specific Purpose Planning Requirements, lists a number of mandatory specific purpose plans that agencies must develop, including asset management plans.
Asset evaluations

Section 18(2)(c)(i) of the FPMS requires agencies to undertake an evaluation (essentially a business case) prior to acquiring, maintaining or improving a significant physical asset. The FPMS also requires that a review be undertaken after the acquisition, maintenance or improvement of the asset to ensure the needs of the agency have been met after these functions have been performed (Section 18(2)(c)(ii)).

The term ‘significant asset’ is not defined in the FPMS. It is therefore the responsibility of each agency to determine (and document) what a significant asset is in their particular circumstances. In determining whether an asset is significant, an agency may consider:

- the dollar value of the asset item
- the materiality of the asset (quantitatively and qualitatively) to the agency asset base
- whether the asset is part of the normal business of the agency (for example, if building houses is part of the normal business of the agency, then building a low-cost house may not be a significant asset)
- the risks attached to the asset, and
- the complexity involved in acquiring, maintaining or improving the asset (for example, if it will require multiple suppliers to be involved).

While the format and content of the evaluation is at the discretion of each agency, the following factors should be considered:

- why the option chosen provides the best value for money (the option will generally involve two parts – what is to be done, and how that is to be financed)
- other options (for example, leasing) and why these were not considered appropriate
- how risks attached to the asset may be managed
- how the asset purchase, maintenance or improvement contributes to agency and Government objectives (for example, linkages to strategic plan)
- legislative requirements (for example, environmental impact assessments, etc)
- the performance measures to be used to assess the success of the acquisition, maintenance or improvement of the asset, and

Queensland’s Project Assessment Framework.

In achieving the above, it is essential that the whole-of-life costs of the asset are considered. Whole-of-life costs include costs to purchase, hold, operate, maintain and dispose of the asset in current and future years.

Initial recognition and stocktakes

Section 18 of the FPMS requires an agency to have systems in place to identify and manage its assets. This incorporates two important processes – the initial recognition of an asset and regular stocktakes of agency assets.

If an asset is identified and recognised as soon as it is acquired (for example, through purchase or construction), an agency can record, monitor and manage the benefits flowing from the asset and its
associated expenses in a timely manner. When initially recognising an asset, agencies should consider subsequent stocktake processes, and implement systems to assist with streamlining the processes (for example, recording information such as its cost centre, location, serial number and other identifiable details).

The frequency of stocktakes should be determined by the agency after considering the risk profile and materiality of each class of asset. Assets may be verified on a rolling basis provided all assets are verified at least once every three years.

While the primary purpose of a stocktake is to confirm the existence of assets, the asset stocktake instructions could extend the process to incorporate other asset management procedures, for example:

- updating the asset register (for example, updating location or writing off unallocated assets after seeking appropriate approval)
- assessing the condition of the asset
- assessing whether the asset is surplus to requirements, and
- testing for indicators of impairment (refer to the Non-Current Asset Policies for the Queensland Public Sector).

If the stocktake process is broadened to assess additional aspects of asset management, specialist staff may need to be involved, particularly with assessing the condition of the asset or testing for indicators of impairment. Changes to asset details, such as disposals, write-offs and transfers, should occur during the normal course of business, and not rely on the stocktake process in this regard.

Related resources

- Financial Reporting Requirements for Queensland Government Agencies
- Information on mandatory policies for identifying, valuing, recording and writing off property, plant and equipment can be located in the Non-Current Asset Policies for the Queensland Public Sector on the Queensland Treasury website
- Information on preparing evaluations (including Queensland’s Project Assessment Framework) is located on Queensland Treasury website
- Total Asset Management Plan (TAMP) Framework, Department of State Development, Manufacturing, Infrastructure and Planning
Information Sheet 3.9 – Asset Systems

Introduction

The Financial and Performance Management Standard 2019 (the FPMS) requires agencies to efficiently, effectively and economically manage agency financial, physical and intangible assets.

This Information Sheet is designed to assist agencies in the establishment of internal controls and processes that correctly identify, classify and promptly record agency assets. These controls and processes allow management to make effective decisions regarding asset use, and assist in planning and managing the agency’s resources.

The Information Sheet does not deal with assets that are included in Information Sheet 3.8 – Property, Plant and Equipment Systems and Information Sheet 3.12 – Commitments and Contingencies.

This Information Sheet does not provide guidance on the reporting of assets in agency financial statements. The Financial Reporting Requirements for Queensland Government Agencies and the Non-Current Asset Policies for the Queensland Public Sector deal with agencies’ obligations in this regard.

Legislative requirements

Section 18(2)(a) of the FPMS requires that an agency’s asset management system must provide for identifying, acquiring, managing, disposing, valuing, recording and writing off assets. In addition, the following sections contain specific obligations to be met by agencies:

- section 11 requires systems to be established to manage resources (including assets and cash)
- section 18 details obligations to manage assets generally, and
- section 19 deals with cash management.

Classification of assets

Assets (excluding property, plant and equipment and contingent assets) that may be held by agencies include:

- cash and cash equivalents (on hand, at bank and short-term investments)
- receivables
- inventories
- investments
- intangible assets (such as intellectual property), and
- other assets such as tax assets, self-generating and regenerating assets, and loans and advances.

Cash and cash equivalents

1 Note: This information sheet does not deal with property, plant and equipment and contingencies.
Cash and cash equivalents are generally regarded to comprise imprest accounts, cash at bank and on hand, and funds on deposit. Section 83 of the Financial Accountability Act 2009 (the FA Act) and section 31 of the Statutory Bodies Financial Arrangements Act 1982 (the SBFA Act) allow departments and statutory bodies to establish accounts with approved financial institutions. The Treasurer’s approval is required for an agency to operate an account with an overdraft facility (except for a statutory body with specific approval under its enabling legislation).

Further information about banking arrangements can be obtained from the Government Banking Unit, Queensland Treasury (contact govbank@treasury.qld.gov.au).

Cash on hand (usually cash floats including change and petty cash floats) must be held in a secure place and kept locked unless being used. A person should be assigned responsibility for the control and management of cash on hand and may be personally accountable for any shortages. Cash must only be paid for authorised official purposes. The cash on hand imprest amount should be reconciled on a regular basis by an independent person against cash held and unrecouped dockets, and any discrepancies investigated. The cash floats must not contain ‘IOUs’.

Corporate credit cards, Cabcharge and other similar vouchers should be considered as cash equivalents, and be subject to the same controls and processes that apply to cash on hand and imprest accounts.

Unclaimed moneys

Under the Public Trustee Act 1978, moneys are to be forwarded to the Public Trust Office after they have been unclaimed for two years. Information about how to lodge unclaimed moneys is available on the Public Trustee’s website. For advice about unclaimed moneys, email helpaccounting@treasury.qld.gov.au.

Receivables

Accounts that are reported as ‘receivables’ will vary between agencies. Items generally categorised as a receivable can be, but are not limited to:

- trade debtors, being moneys receivable from agency customers for goods or services invoiced by the agency, and not yet paid by the customer
- grants receivable, being funds receivable under grant arrangements that remain unpaid to the agency
- balances owing by other departments or statutory bodies for goods or services provided, and
- other funds that remain payable, at the reporting date, to an agency arising out of contracts or agreements negotiated with other parties.

Every agency must develop a policy for the control and management of all items recorded as receivables. The policy should include regular reconciliation of all ‘receivables’ accounts, follow up of outstanding or reconciling items and, where necessary, writing off uncollectible balances after approval from an appropriately authorised agency officer.

Departments and statutory bodies must also implement processes for a review of assets classed as ‘receivables’, to satisfy both impairment testing criteria applied in determining fair value of such assets, and substantiation of the asset and its ultimate collectability (refer to Information Sheet 3.5 – Revenue Management Systems).
Inventories

Inventories can comprise assets which are:

- held for sale
- held for distribution (for no or nominal consideration)
- in the process of production for sale or distribution (that is, raw materials or work in progress (WIP)), or
- materials or supplies which are consumed by the agency in the ordinary course of business.

Agencies with significant inventory holdings should implement appropriate systems to record inventory transactions. Additionally, inventories should be securely held, access should be restricted to authorised staff, stocktakes should be performed regularly by staff independent of the inventory management function, and test checks should be made against inventory control records, with discrepancies immediately investigated.

Investments

Investments include assets such as financial assets, including derivatives and bonds, and investments in controlled entities.

Entering into and managing investments may involve risk. Where complex transactions are proposed, agencies should seek professional advice, particularly where a contract may contain embedded derivatives.

Division 6 of the FA Act details the legislative obligations applicable to departments entering into derivative transactions, specifically:

- Section 85 prescribes that departments may only enter into a derivative transaction with the Treasurer’s approval, and only if the derivative transaction is to hedge against a risk to which a department is or will be exposed.
- Section 86 requires departments to report to the appropriate Minister about derivative transactions administered by the department.

Section 57 of the FPMS prescribes the details to be reported to the appropriate Minister on derivative transactions entered into.

Further, under sections 87 and 88 of the FA Act, a department may only make an investment or form or become a member of a company with the Treasurer’s approval (unless the department has an express power under another Act to make an investment).

Sections 53 to 57 of the SBFA Act prescribe that a statutory body may only enter into a derivative transaction with the Treasurer’s approval:

- if the body is allowed under the Statutory Bodies Financial Arrangements Regulation 2019 (SBFA Reg), and
- if it is to hedge against a risk which the statutory body is or will be exposed.

The SBFA Act and SBFA Reg also contain requirements about reporting on derivatives to the Treasurer and the relevant Minister.

Statutory bodies should refer to the SBFA Act and the enabling legislation of the body to determine whether it has the authority to make an investment or form or become a member of a company.
Section 64 of the FA Act provides that a department or statutory body must obtain the Treasurer’s approval before divesting itself of a gifted or bequeathed investment. A statutory body may be exempted from this requirement if the Treasurer is satisfied that it has appropriate processes in place for divesting itself of such investments (for example, if it has a committee to specifically oversee the management of gifted or bequeathed investments).

**Intangible assets**

Intangible assets potentially held by agencies include software and intellectual property. The Queensland Government Chief Information Office (QGCIO) has released guidance to assist agencies with the management of software.

Agencies are responsible for the management of the intellectual property they own, use or have had created on their behalf, in accordance with all relevant legislation, policies and guidelines, including the Queensland Public Sector Intellectual Property Principles.

**Security over assets**

Controls to safeguard assets aim to protect physical and non-physical assets and minimise losses from both internal and external events. Types of control techniques may include:

- physical security, for example, locking premises, personal offices, and filing cabinets
- using security cameras and alarms
- restricting access to assets
- prohibition on personal use of official assets, and
- ensuring proper management supervision.

**Related resources**

- Government Banking Unit, Queensland Treasury
- Public Trust Office
- Queensland Public Sector Intellectual Property Principles

Queries about Crown IP should be directed to: crown.IP@qld.gov.au

- Investment Policy Guidelines for Statutory Bodies
Information Sheet 3.10 – Liability Systems

Introduction

Section 11(1)(e) of the Financial and Performance Management Standard 2019 (the FPMS) requires each department and statutory body to establish a liability management system that allows for the efficient, effective and economical management of liabilities incurred by a department or statutory body.

This Information Sheet is designed to assist agencies with regards to internal controls and processes in the management of liabilities incurred in the delivery of agency objectives and services. Information Sheet 3.12 – Commitments and Contingencies also provides additional details on the management of agency liabilities.

This Information Sheet does not provide guidance on the reporting of liabilities in agencies financial statements. The Financial Reporting Requirements for Queensland Government Agencies (FRRs) deals with agencies’ obligations in this regard.

Legislative requirements

Section 20 of the FPMS states that an agency’s liability management system must provide for:

- identifying, incurring, measuring, managing, satisfying and recording liabilities
- identifying, monitoring, recording and reporting commitments for capital expenditure, and
- ensuring compliance with the Queensland Leasing Approval Policy for Public Sector Entities.

Departments must also comply with the following provisions of the Financial Accountability Act 2009 (the FA Act):

- section 71: which requires the Treasurer’s approval for an accountable officer to borrow funds, and
- section 84: which requires the Treasurer’s approval for an accountable officer to arrange an overdraft for a departmental financial institution account.

Statutory bodies must also comply with provisions under their enabling legislation and applicable provisions of the Statutory Bodies Financial Arrangements Act 1982 (SBFA Act), such as:

- section 21: loans from Queensland Treasury Corporation
- section 31: banking arrangements and Treasurer’s approval to operate overdraft facilities, and
- section 34: Treasurer’s approval for borrowings.

---

1 Section 71 was amended in October 2015 by Appropriation Act (No.2) 2015. Prior to the amendment, section 71 stated “...a department may, under a Treasurer’s approval, borrow amounts for the State from the Queensland Treasury Corporation.” The amendment removed reference to borrowing only from QTC. The intention is that the borrowing of funds (i.e. traditional borrowings) will continue to occur with QTC (except in exceptional circumstances) and only with the Treasurer’s approval. Departments, with the Treasurer’s approval, can engage with parties other than QTC to obtain a lease or enter into any other financial arrangement which constitutes a borrowing.
Types of liabilities

Liabilities incurred by agencies may include the following:

- amounts owing to suppliers for the supply of goods and services, for which an invoice may, or may not, have been received
- clearing accounts that temporarily record transactions that will be transferred to appropriate general ledger accounts, or where funds are held on behalf of another agency
- revenue received in advance of goods or services being supplied or provided
- entitlements payable to employees, such as annual leave and long service leave (not applicable to agencies participating in the central schemes)
- borrowings
- provisions set aside to meet particular obligations (for example, taxation), and
- amounts payable under contracted lease arrangements.

Internal controls and processes

When designing liability internal control systems, agencies must be aware of requirements contained in the following:

- Queensland Leasing Approval Policy for Public Sector Entities which apply where agencies enter leasing arrangements, for other than vehicle or property leases.
- Annual Leave Central Scheme Guidelines, which operates to centrally fund annual leave obligations in the government sector.
- Long Service Leave Central Scheme Guidelines, which covers the long service leave liability for all public service employees and other employees of its member agencies.
- State Borrowing Program (SBP), which applies to all departments and statutory bodies (details for each financial year’s SBP are published in Treasury Financial Circulars - available from the Tridata intranet website).

Controls and processes to be implemented to ensure that only appropriately authorised transactions are reflected in the liability management system would include, for example:

- appropriate delegation levels
- appropriate segregation of duties
- all contractual arrangements are entered into in the name of the agency
- proper authorisation of agency documents such as contracts, purchase orders, suppliers’ invoices, and
- preparation and regular review of agency cash projections, including recognition of major future financial obligations (for example, progress payments to project contractors).

Refer to Information Sheet 3.6 – Expense Management Systems (excluding HR) for information relating to expense systems.
Related resources

- Annual Leave Central Scheme Guidelines, Queensland Treasury
- Financial Reporting Requirements for Queensland Government Agencies, Queensland Treasury
- Queensland Leasing Approval Policy for Public Sector Entities, Queensland Treasury
- Long Service Leave Central Scheme Guidelines, Queensland Treasury
Information Sheet 3.11 – Taxation Compliance Systems

Introduction

Section 61(f) of the Financial Accountability Act 2009 (the FA Act) requires each accountable officer and statutory body to perform functions conferred on them under the FA Act or other Act.

These obligations will include those that are applicable under Commonwealth, State and local government jurisdictions. It should be noted that the references provided are not exhaustive, and agencies should seek appropriate advice from either internal agency taxation specialists, Queensland Treasury Commonwealth Taxes Unit, Office of State Revenue or external specialists, if required. It should also be noted that, given the complexity of taxation legislation and its interpretation, it is recommended that agencies seek advice from specialist services to access the most recent legislation, regulation and rulings, when updating Financial Management Practice Manuals (FMPMs).

This Information Sheet is designed to provide assistance to agencies in identifying their taxation obligations, and to provide reference points to obtain further information. It does not provide guidance on the reporting of taxation liabilities in agency financial statements. The Financial Reporting Requirements for Queensland Government Agencies (FRRs) deals with agencies’ obligations in this regard.

Commonwealth taxation and levies

The Australian Taxation Office (ATO) administers legislation governing taxes, superannuation and the Australian Business Register. While most agencies are exempt from income tax, a range of taxation and superannuation obligations will apply and may include, but not be limited to:

- **Goods and Services Tax** (GST), which is a broad-based tax of 10% levied on most goods and services sold or consumed in or imported into Australia.

- **Pay As You Go** (PAYG), which is the system of withholding income tax from salary and wage payments to employees and remitting those amounts to the ATO. The system is also used to collect the Medicare levy and Higher Education Contribution Scheme (HECS) debts.

- **Fringe Benefits Tax** (FBT), which is a tax paid on certain benefits provided by employers to their employees or an employee’s associates in place of part of their salary or wages. This can include voluntary agreements between employers and employees known as salary sacrifice agreements.

- **Superannuation Guarantee**, which is a levy applied to employers to provide superannuation contributions on behalf of employees, with contributions paid to a complying superannuation fund, retirement savings account, or to the ATO.

- **National Tax Equivalent Regime** (NTER), which is an administrative arrangement under which relevant taxation laws will be applied notionally to the NTER entities as if they were subject to those laws. The primary objective of the NTER is to promote competitive neutrality, through a uniform application of income tax laws, between the NTER entities and their privately held counterparts.
Other Commonwealth taxes and charges which may arise from agency operations include capital gains tax, excise duty and customs duty. It is recommended that agencies seek advice from the Queensland Treasury Commonwealth Taxes Unit (CTU) for appropriate direction and assistance.

**The Role of the Queensland Treasury Commonwealth Taxes Unit**

CTU is responsible for whole-of-government coordination, including legislative and compliance policy, regarding all Commonwealth tax liabilities affecting the Queensland Government.

CTU also assists agencies in understanding issues that may arise in the application of Commonwealth tax legislation, and may direct the agency to appropriate persons within the ATO for assistance. More specifically, CTU can provide agencies a view regarding the application of GST and FBT to their transactions. Importantly, it is recommended agencies contact a suitably qualified professional to obtain tax advice about a particular issue or transaction. Agencies are advised to forward any external tax advice received to CTU to ensure that whole-of-government issues are not at risk.

Agencies may lodge ruling requests for other taxes directly with the ATO in relation to Commonwealth taxation matters or ask CTU to submit them on their behalf. Given whole-of-government taxation policy imperatives, agencies are asked to liaise with CTU prior to lodgement and provide CTU with any copies of ATO rulings. Agencies are expected to document all relevant facts and review applicable legislation before contacting the CTU.

**State taxation**

Taxation and regulatory obligations applicable under State legislation are administered principally by the Office of State Revenue and include:

- **Payroll Tax**, which is calculated on the annual payroll of employers, covering employees and contractors.
- **Duties**, which are payable under the provisions of the *Duties Act 2001* and include transfer duty (payable on the transfer of dutiable property), vehicle registration duty (applicable to the initial registration or a transfer of vehicle registration) and insurance duty. It should be noted that the State receives an exemption from most of these duties. For further information, refer to the [Office of State Revenue website](http://www.osr.qld.gov.au).

Where it is believed that other State taxes or levies may apply, it is recommended that agencies seek advice from either their Treasury Analyst or the Office of State Revenue.

**Local government taxation**

Taxes on property, in the form of municipal rates, are the sole source of taxation revenue for local government in Queensland. Commercial business operations conducted by local governments may be subject to the [Local Government Tax Equivalents Regime](http://www.qld.gov.au/divisions/finance/local-govt-tax-equivalents-regime) (LGTER), and agencies should have regard to those provisions.

Where potential obligations are suspected or identified, agencies should contact the relevant local government body and clarify the matter.

**Related resources**

- [ATO Legal Database](http://www.ato.gov.au)
• Commonwealth legislation database

• **Fringe Benefits Tax:**
  - Fringe Benefits Tax for Government, Australian Taxation Office
  - Fringe benefits tax (FBT) and entertainment for government
  - Fringe benefits tax information – Payroll Tax

• **Goods and Services Tax:**
  - Withholding if ABN not provided

• **National Tax Equivalent Regime Manual, Australian Taxation Office**

• **Payroll Tax:**

• **Contractors**

• **Payroll tax in Queensland**

• **Queensland State legislation (and follow link to topic of interest)**
Information Sheet 3.12 – Commitments and Contingencies

Introduction

The Financial and Performance Management Standard 2019 (the FPMS) details the responsibilities of accountable officers and statutory bodies in the establishment of a liability management system.

Section 20 of the FPMS requires that the liability management system provide for:

- identifying, incurring, measuring, managing, satisfying and recording liabilities, and
- promptly identifying, monitoring, recording and reporting commitments for capital expenditure.

Section 21 of the FPMS requires the establishment of a contingency management system that provides for:

- promptly identifying, monitoring and recording contingencies, and
- reporting, at least annually, to the accountable officer or the statutory body about those contingencies.

This Information Sheet is intended to assist agencies in complying with the above requirements. Additionally, it provides an explanation of the differences between commitments and contingencies, and their potential impacts on agency operations, management and risk mitigation strategies.

This Information Sheet does not provide guidance on reporting of commitments and contingencies in agency financial statements. The Financial Reporting Requirements for Queensland Government Agencies, deals with agency obligations in this regard.

Commitments

A commitment is an intention to commit agency resources (usually funds) to a future event, that:

- is normally supported by a contract or quotation
- is normally quantifiable and, therefore, measurable
- may extend over multiple reporting periods, and
- binds parties to performance conditions.

Indicators that may confirm the existence of a commitment include:

- execution of a contract between parties for the delivery of goods and/or services
- potential loss to one of the contracted parties if contractual obligations are breached, or
- payment of compensation may result in the event of default.

A commitment crystallises as a liability, for example, when construction of an asset commences, items of equipment are received, office supplies are delivered, phone services established, or external consultants commence their engagement. Management of commitments is therefore a critical component of agencies’ internal control and operational control systems.

Reporting to management should disclose anticipated costs, timing and impact on current and future cash projections.
To capture and report this information, agencies should have systems in place to:

- update cash flow projections
- ensure payments are only paid when due
- ensure payments made are in accordance with the terms of contracts that have been executed between the parties, and
- manage and approve price or contract variations, if they occur.

Contingencies

Contingencies are liabilities or (less commonly) assets that arise from past or current events, and whose existence will only be confirmed by the occurrence, or non-occurrence, of a future event outside the control of an agency. In summary:

- a contingent asset exists where compensation may be received from a third party, and
- a contingent liability exists where compensation may be payable to a third party.

Section 21 of the FPMS details an agency’s obligations to record and report on contingencies at least annually. The report may include the following:

- description
- name, address and Australian Business Number (ABN) of the other party
- value (actual amount or best estimate)
- type of obligation (for example, legal matter, indemnity, guarantee etc)
- identified trigger/s for realisation of contingency
- estimated date of expiration
- action taken to manage the contingency (for example, action taken to mitigate any losses), and
- details surrounding the finalisation of the contingency (for example, court decision).

While the FPMS requires each agency to report at least annually, reporting may need to be undertaken more frequently (such as monthly) based on an assessment of the nature of the contingency, its materiality and the volatility of changing circumstances related to the contingency. The format of the reporting should allow the accountable officer to determine the nature, amount, potential risk/benefit and likelihood of the contingency occurring.

Related resources

- Financial Reporting Requirements for Queensland Government Agencies, Queensland Treasury
Information Sheet 3.13 – Performance Management System

Introduction

Performance management is the process used by an agency to assess whether it is achieving its strategic objectives and delivering its services efficiently, effectively and economically. Performance management incorporates both:

- financial performance information relating to costs of the delivery of agency services, and
- non-financial performance information for determination and evaluation of the achievement of the agency’s objectives and the standard of service delivery efficiently, effectively and economically.

This Information Sheet is intended to assist agencies in designing a performance management system. Information about developing performance measures is published by the Department of the Premier and Cabinet on the Manage Government Performance website.

Legislative requirements

The Financial and Performance Management Standard 2019 (the FPMS) provides that each agency must have systems in place to provide information about whether the department or statutory body is:

- achieving the objectives stated in its strategic plan in an efficient, effective and economical manner, and
- delivering the services stated in its operational plan to the standard stated in the plan.

Information Sheet 2.10 – Planning provides information about strategic and operational planning.

The FPMS provides that agencies must comply with the Queensland Government Performance Management Framework Policy. It also provides that the persons responsible for obtaining the performance information must give the information to:

- the accountable officer or statutory body at least once every three months, and
- the appropriate Minister at least annually (or when requested by the Minister).

In order to fulfil the legislative requirements noted above, the persons responsible for providing the performance information should also:

- be responsible for overseeing the performance management systems for the agency
- have sufficient agency knowledge to critically assess performance results
- effectively communicate the results to management
- work closely with the chief finance officer (or statutory body equivalent) in assessing the results provided by the performance management system
- work with the agency’s senior management in the development of informative and useful performance indicators for the strategic plan, and
- assist in ensuring that the agency’s planned services and service standards are aligned and integrated.
Developing performance management systems

A performance management system enables an assessment of whether the objectives of the agency are being met in an effective, efficient and economical manner. Performance management can focus on the performance of an entire agency, a service area, or even the processes to build a product or service, as well as many other areas.

An effective performance management system should recognise both Government and agency policies and objectives, and incorporate the requirements of each in its design. Agencies must comply with the Queensland Government Performance Management Framework Policy when developing their performance management systems.

In developing performance management systems, agencies should ensure:

- financial and non-financial performance indicators effectively measure the achievement of Government and agency objectives and policies
- the inclusion of performance measures that do not influence or inform service delivery are avoided – that is, the performance measures must be relevant and should be providing only useful information that can be utilised to gauge the performance of the agency
- there is support and endorsement from senior agency management – one option might be to nominate a champion to oversee the development of, and providing ongoing support for, the performance management system
- there is assignment of accountability and responsibility – this may be to an individual or be a collective responsibility. (Where there is collective responsibility it is important to define the parts for which the person or agency has responsibility.)
- information provided to agency staff is simple and concise, and meets user needs
- information is provided as close to ‘real time’ as possible,
- the quality of the data collected (accuracy, relevance, robustness and appropriateness), and
- regular discussions are held to consider existing and emerging risks and opportunities, and mechanisms exist to share this information across the agency.

Potential issues in performance management systems

Potential issues that may arise in performance management systems include:

- data is not appropriate for the reporting required
- performance measures cannot be generated from data held on existing agency information systems
- focus on short-term data analysis, with no understanding of future trends or impacts
- decisions being made based on irrelevant or incorrect data
- summarising data to a level where it is not meaningful, and
- timeliness of reporting does not match the requirements of agency management and staff.
Review of performance management systems

Effective use of a performance management system provides opportunities to achieve best practice in agency operations and in the delivery of agency services. Regular review of the performance management system is essential if best practice is to be achieved and maintained.

An assessment of an agency’s performance management system should include a review of:

- agency objectives and services
- key business processes
- current and future stakeholder and community needs
- performance information (performance indicators, performance measures and service standards), report formats and benchmark measures used by other agencies or non-government bodies
- current legislative and regulatory requirements
- Commonwealth Government reporting requirements (for example, Council of Australian Governments (COAG) National Partnership Agreements)
- current technology and applicability to performance management systems, and
- feedback from internal and external stakeholders.

Performance audits

Section 37A of the Auditor-General Act 2009 provides that the Auditor-General may undertake a performance audit of all or any particular activities of an agency. The purpose of such an audit includes deciding whether the objectives of the agency are being achieved efficiently, effectively and economically and in compliance with all relevant laws.

Further information about performance audits is available on the Queensland Audit Office website.

Related resources

- Queensland Government Performance Management Framework Policy, Department of the Premier and Cabinet
- Performance Audit practice statement – Queensland Audit Office
- Manage Government Performance Website, Department of the Premier and Cabinet
Information Sheet 3.14 – Financial Management Practice Manuals

Introduction

Section 12(1) of the Financial and Performance Management Standard 2019 (the FPMS) prescribes that each accountable officer of a department and each statutory body must prepare and maintain a financial management practice manual (FMPM) for use in the financial management of the department or statutory body. Section 12 also states that the manual:

- is required to comply with related legislation, regulation or policies
- supports the management of the agency’s financial resources
- may be in the form of hard copy, electronic form, electronic system processes or a combination thereof, and
- must be adopted by all agency staff in the performance of their financial management roles.

While certain elements of the content of an agency’s FMPM are determined by the FPMS, accountable officers and statutory bodies have considerable flexibility in the creation of their FMPM through the incorporation of agency-specific content, appropriately structured formats and operational processes that are applicable to the effective operation of the agency.

This Information Sheet is intended to assist agencies in meeting their obligations with respect to agency FMPMs.

Development

The accountable officer or statutory body has responsibility for the development, implementation and maintenance of the FMPM for their agency.

In-house development

Where appropriate, various aspects of the FMPM development can be delegated to nominated officers within the agency. For example, financial processes and internal control policies may be delegated to the chief finance officer (CFO), while the officer responsible for the risk management function could establish and maintain that section of the FMPM.

Common statutory body FMPM

In the case where a Minister administers more than one statutory body, a standard FMPM may be developed for their collective adoption and use. Where a common FMPM is adopted, each statutory body must apply the FMPM unless the Minister decides otherwise (sections 12(4)-(5) of the FPMS).

Optional shared FMPM

In the instance where a service provider provides services to client agencies, it may develop a standard FMPM for use by those agencies. Each accountable officer or statutory body may formally adopt the FMPM as their own where the service provider’s FMPM is assessed to be appropriate to the individual agency operations.
The adoption of a standard FMPM should assist the agency in reducing its administrative burden. Appropriately amended to reflect the agency’s operating requirements, a standard FMPM should assist in providing consistency and reliability in data processing, particularly in the case of outsourced functions to a service provider.

Ultimately, the accountable officer or statutory body retains responsibility for the content of the FMPM to ensure that it meets their agency’s specific requirements (except for statutory bodies - refer to sections 12(4)-(5) of the FPMS discussed above).

**Format**

Sections 12(2)(a)-(c) of the FPMS provide that each agency’s FMPM:

- must be in accordance with the policies and procedures used by the agency in the management of its financial resources
- may consist of separate policies, guidelines and other material that are published in hard copy or electronic format, and
- may include processes that are part of the agency’s electronic financial systems (for example, mandatory fields in SAP required for complete transaction processing).

It is suggested that agencies consider the following points when determining the format of their FMPM:

- Do all users, including those with disabilities, have ease of access to the FMPM?
- Does the design provide an appropriate, user-oriented layout and presentation?
- Has a comparison of the financial and environmental costs of printed or electronic form publishing and distribution been completed?

**Content**

Section 7 of the FPMS states that each accountable officer or statutory body must establish and maintain a cost-effective internal control structure, and that this structure must be included in the FMPM of the department or statutory body.

Additionally, section 12(2)(a) requires, at a minimum, the FMPM be consistent with the policies and procedures that effectively manage the following:

- revenue
- expenses
- assets
- cash
- liabilities
- contingencies
- financial information
- risk management.

Agencies should also consider the inclusion of other relevant policies or processes in the agency FMPM that, while not captured in the above list, may require agency compliance. Examples are:
• application of the provisions of the Queensland Procurement Policy
• administrative matters, for example, relating to staff, HR and payroll processes, or
• compliance with the documented agency processes in the assessment and payment of grants to recipients.

Review and maintenance

Financial management practices employed by agencies can become inappropriate or redundant over time. For instance, the functions of an agency may change as a result of a machinery of Government change, employment of new technology, or identification of other options to streamline agency processes.

Regular reviews of the agency’s FMPM are important to ensure the policies and procedures accurately reflect current agency financial management practices. The review should also be used to identify opportunities to employ more efficient, effective or economical practices.

It is suggested that the accountable officer or statutory body:
• nominate one officer with responsibility for coordinating maintenance of the FMPM
• delegate the review and maintenance function of individual sections to appropriate officers within the agency and communicate to section ‘owners’
• encourage staff to identify opportunities for streamlining processes
• review and test suggested amendments
• review the FMPM on a rolling basis, with a comprehensive review, for example, on a three or five yearly basis, and
• communicate changes to agency staff and stakeholders.

Any changes proposed to the FMPM should be approved by the accountable officer or statutory body.

Staff training

It is important that all staff receive adequate training about the agency’s FMPM. This includes initial training provided to new staff, as well as regular ongoing training to ensure staff are aware of any changes to processes and requirements.
Information Sheet 3.15 – Fraud Control

Introduction

Fraud is generally defined as dishonestly obtaining a benefit by deception or other means. “Fraud is normally characterised by deliberate deception to facilitate or conceal the misappropriation of assets.”

Fraud is a criminal offence which is an ever-present and ongoing risk in the management of public sector assets. It can be perpetuated from within an agency (by, for example, employees and contractors) or from outside the agency (by, for example, suppliers, service providers or members of the public). The changing environment in the public sector where agencies are under increasing expectations to “do more with less” and realise budgetary savings, may result in the diversion of resources from internal control maintenance and monitoring, providing increased opportunity for the perpetration of fraud. It is important to remain mindful that fraud involves incentive or pressure to commit fraud, a perceived opportunity to do so, and some form of realisation of the act by the perpetrator. For example:

- incentive or pressure where an individual is living beyond their means
- a perceived opportunity may exist when an individual believes internal controls can be overridden, particularly if the individual is in a position of trust or has knowledge of specific deficiencies in internal control, and
- the ability to rationalise committing a fraudulent act, where some people have an attitude or ethical values which allows them to commit such an act, or individuals who are in an environment that imposes sufficient pressure on them (such as personal financial pressures).

While no system of internal controls can completely mitigate the risk of fraud, having basic internal controls in place that operate effectively can reduce the risk. Further, having processes and controls in place which specifically target the possibility of fraud can further address that risk. This Information Sheet is intended to assist agencies in identifying and implementing such specific processes.

Important statistics about fraud

KPMG conducts biennial fraud surveys across Australia and New Zealand (which consider both public and private sector). Some statistics from A survey of fraud, bribery and corruption in Australia and New Zealand 2012 include:

- The total amount reported as being lost to fraud was $372.7 million.
- 82% increase in individual frauds exceeding $1 million.

---

Most fraudsters don’t have a history of dishonesty, earn close to $100,000 and are motivated by greed/lifestyle or personal financial pressure.

- 91% of perpetrators had no known history of fraud.
- 82% increase in fraudsters earning close to $100,000.

- Men are three times more likely to commit a fraud than women.
- Fraud as a result of collusion is growing.
- 75% of major frauds were committed by an internal perpetrator.

Further, in its February 2018 Fraud Barometer, which collated data about large frauds going before the criminal courts in Australia, KPMG noted that:

- While there is a decline in reported fraud in Australia, concerns remain around government vulnerability. Government organisations experienced the highest total value of fraud at $199.1 million.
- The most significant losses were seen as a result of embezzlement, fraudulent investment schemes and ‘boiler room’ scams.
- On a per capita basis, Queensland experienced more large frauds than the other mainland states and territories.
- 78% of frauds were perpetrated by a person working alone.

Processes targeted toward addressing fraud risk

There is no ‘one-size-fits-all’ approach to designing appropriate controls to target fraud and the approach adopted by an agency will depend upon factors such as the sensitivity of the agency to fraud, the structure of the agency, the nature of the financial transactions the entity processes, and the cost of implementing and monitoring the controls when assessed against the associated benefits.

As identified in KPMG’s Fraud Barometer, given the continued losses being experienced by various organisations as a result of fraud, there is a continuous need to have in place effective approaches to fraud prevention and detection. These should include:

- Undertaking robust risk assessments that challenge existing internal controls with a focus on procurement, contracting, accounting and payroll functions, including electronic banking and accounts payable vulnerabilities.
- Using data analytics to extract useful information from large volumes of data to help identify unusual trends, potential fraudulent activity and relevant behavioural characteristics.
- Providing staff with fraud awareness training. Staff may be responsible for many frauds, but they are also an agency’s best defence against it.
- Making sure there is a formal plan for combating and responding to fraud. Good intentions do not deter or detect many frauds; robust controls and thorough training do. An effective plan should set down clear roles and responsibilities and should allow for confidential reporting channels through which people can raise concerns and suspicions.
Building on these general themes, the following are examples of processes that may be implemented by agencies, many of which have been drawn from key findings of the Auditor-General in his Report to Parliament No. 5 for 2012 Results of audits - Internal control systems.

**Fraud control policies and plans**

Agencies should develop fraud policies and plans which target the specific fraud risks to their own agency. A fraud policy should:

- clearly communicate the agency’s values and business practices
- articulate the commitment of senior management to these principles
- be based on a risk-management philosophy, and
- contain appropriate responses to identified threats.

Fraud control plans support fraud policies. Robust fraud control plans set out agencies’ strategies for the prevention and detection of, and response to, fraud, and clearly identify:

- the likelihood and consequence of potential fraud risks occurring in the agency
- an assessment of fraud risks after considering the effectiveness of existing internal controls in preventing fraud, and
- an action plan to reduce fraud risk to an acceptable level.\(^2\)

The Crime and Corruption Commission’s Fraud and Corruption Control - Best Practice Guide provides guidance on preparing fraud policies and plans.

Once plans and policies are in place, management must show a commitment to these and demonstrate that fraud will not be tolerated.

**Segregation of duties**

Segregation (or separation) of duties is a basic internal control that should be present in all aspects of an agency’s financial internal controls. Segregation of duties ensures that individuals do not perform incompatible duties. Duties are generally considered to be incompatible from a control perspective when it is possible for an individual to commit an error or fraud and then be in a position to conceal it in the normal course of their duties. For example, an individual who processes cash receipts from customers should not also possess the authority to approve and record credits to customer accounts for sales results and bad debt write-offs. In such a case and in the absence of compensating controls, this individual would be provided with the opportunity to steal cash receipts and cover the theft by recording fictitious sales returns or writing off the corresponding debtors’ balances.

While the risk of collusion remains, ensuring at least two people are involved in any transaction will generally minimise the opportunity for fraud being perpetrated.

In smaller offices where separating duties is more difficult, compensating controls should be put in place. For example, independent supervisor reviews of work performed, regular review of audit trails, or management

---

testing of samples of work performed by the relevant officers, may offer effective compensating controls to counter the absence of resources to enable the effective segregation of duties.

Procurement framework

Procurement can occur through methods such as purchase orders, direct invoices, corporate cards or petty cash. Each of these methods carries different risks, benefits and related administrative costs.

Specific direction should be provided to staff as to which procurement method is appropriate in various circumstances, taking into account the fraud risks related to the transaction and associated administrative costs. For example, purchase orders with an associated three-way matching process would potentially provide the highest level of control in respect to a significant asset acquisition, but the associated administrative cost would be higher than an acquisition made via a corporate card.

Review of financial delegations

Delegations should be regularly reviewed (at least annually, unless there have been significant changes to the agency, in which case it should be more frequently) to ensure they remain both current and appropriate. The assignment of delegated authority should be changed or withdrawn as required (for example, on the change in officers appointed to various positions, or in the event of an agency restructure). For business continuity purposes, agencies should ensure processes are in place to withdraw or change delegations if individual officers change positions. This particularly applies whilst relieving arrangements are made due to absences from the work place. Financial delegations should not be automatically provided based on the level of an officer, or because an officer is acting in a particular position which generally has a financial delegation. There should be a business reason that clearly demonstrates that a delegation is required and management should ensure that the assigned delegation authority is both congruent with the officer’s position and the opportunity to perpetuate fraud is adequately addressed (for example, the officer with delegated authority to approve expenditure is appropriately segregated from other processes involved in executing related transactions and related accounting system operations).

Any review should include an assessment of whether officers with a delegation continue to need it for their normal roles and responsibilities. The more staff with the ability to authorise expenditure, the greater the risk of inappropriate payments and the more difficult it is to maintain controls to ensure payments are appropriately and correctly authorised.

Maintenance and review of vendor masterdata (or masterfile)

Strong controls must be in place over vendor masterdata. These include:

- The initial creation of a new vendor record – approval from an authorised officer, based on original documentation provided by the vendor, ABN checked, address checked, and with independent checks and reviews of input by officers appropriately segregated from the vendor masterfile maintenance function.

- Amendments to vendor masterdata – must be at the request of the vendor, based on original documentation, separately verified with the vendor (using contact details obtained through public sources, such as the internet) and input independently reviewed by an officer appropriately segregated from the vendor masterfile maintenance function.

- Conducting regular reviews of all vendor masterdata – masterdata should be subject to periodic review and the data cleansed, such as identifying and blocking invalid, inactive or duplicate vendors. Again, outputs from the review and cleanse process should be subject to independent reviews by an officer.
appropriately segregated from the vendor masterfile maintenance function.

- Access restricted to vendor masterdata – in the absence of robust compensating controls, officers with access to vendor masterdata should not have access to the accounting system operations and processes relating to procurement or expenditure.

Analytical review of data

Regular analytical review of data may assist with detecting frauds that have occurred, and may help with the identification of high-risk areas for the agency. Overt review and monitoring also demonstrates to staff that their work is reviewed and that there is zero tolerance to fraud in the agency.

This type of monitoring is best carried out as a live review on a continuous basis, so that irregular or unusual transactions (such as transactions that have bypassed normal processing controls) or trends can be identified and investigated in a timely manner.

Agencies should document their processes for the analytical review of data and retain electronic copies of analytical reviews as this provides documented evidence of the effective operation of detecting internal controls and may present a key control which can be relied upon as part of audit processes.

Organisational culture (including staff training)

A healthy agency culture is reinforced by routine monitoring and assessment of controls. Management provides a powerful role model in setting the ethical tone of the agency. Management should demonstrate, through words and actions, that they enforce and monitor the agency’s controls and are themselves subject to the same controls. An agency should be committed to ethical and accountable behaviour at all times.

Employees play a significant role in the prevention and detection of fraud. However, without specific fraud awareness training, employees are less likely to identify the early warning signs of fraud and will not be equipped to respond appropriately. The KPMG Fraud and Misconduct Survey 2010 found that in 38% of major frauds, relevant red flags were overlooked or ignored.

Effective and ongoing employee training, particularly for those employees who are responsible for performing internal control procedures, would improve the prevention as well as the detection and response to fraud. It may be beneficial to have multiple training programs to cater for differing staff needs within the agency, for example, one for those with a financial delegation, and another for operational staff.

Training should be provided at induction of a new employee, as well as continuously to reinforce the importance to staff and highlight changes to internal controls or processes. Topics that the training could cover include:

- an overview of the agency’s fraud control policies and plans
- an overview of the risk areas of the agency
- key factors that staff should be aware of in their role, and
- actions staff can take if an issue is detected.
‘Red flags’ or early warning signs

There are ‘red flags’ or early warning signs of fraud activity which can be used to help profile possible internal perpetrators. The table below is sourced from the Australian National Audit Office’s Fraud Control in Australian Government Agencies. This is not an exhaustive list of early warning signs.

<table>
<thead>
<tr>
<th>Early warning signs: people</th>
<th>Early warning signs: areas or activities</th>
</tr>
</thead>
<tbody>
<tr>
<td>Unwillingness to share duties or take leave.</td>
<td>Financial information reported is inconsistent with performance indicators.</td>
</tr>
<tr>
<td>Refusal to implement internal controls.</td>
<td>Abnormally high and increasing costs in a specific cost centre function.</td>
</tr>
<tr>
<td>The replacement of existing suppliers upon appointment to a position or unusually close association with a vendor or customer.</td>
<td>Dubious record keeping.</td>
</tr>
<tr>
<td>A lifestyle above apparent financial means; the provision of gifts to other staff members.</td>
<td>High overheads.</td>
</tr>
<tr>
<td>Failure to keep records and provide receipts.</td>
<td>Bank reconciliations not up to date.</td>
</tr>
<tr>
<td>Chronic shortage of cash or seeking salary advances.</td>
<td>Inadequate segregation of duties.</td>
</tr>
<tr>
<td>Past legal problems (including minor thefts).</td>
<td>Reconciliations not performed on a regular basis.</td>
</tr>
<tr>
<td>Addiction problems (substance or gambling).</td>
<td>Small cash discrepancies over a period of time.</td>
</tr>
</tbody>
</table>

What to do if fraud is detected or suspected

Agency responsibility

Section 16 of the Financial and Performance Management Standard 2019 (the FPMS contains specific provisions about the responsibilities of agencies if a loss is identified that may be due to an offence or corrupt conduct. In these situations, the agency must maintain a record about the details of the loss (including the details required by the FPMS), and if it is a material loss, report it as soon as practicable (but within 6 months) to:

- the appropriate Minister,
- the Auditor-General, and
- either the police or the Crime and Corruption Commission (CCC), depending upon the nature of the loss (refer to the FPMS for details). Reports to the police or CCC must be made as soon as a reasonable suspicion has been reached that fraud is occurring or has occurred.

Employee responsibility

If an employee becomes aware of a suspected fraud, their first point of reference should be the agency’s fraud policies. Alternatively, possible avenues open to employees to report suspicions include the employee’s supervisor, the agency’s finance area or the agency’s internal audit function.

Outside the agency, the employee can also discuss concerns with the Queensland Audit Office or the CCC.
Under the *Public Interest Disclosure Act 2010* (PID Act), agencies are required to make arrangements for public disclosures to be made and received anonymously. The PID Act also requires agencies to make their reporting arrangements known publicly on the agency’s website.

Disclosers are not to try to investigate their suspicions. Having gained a reasonable suspicion that fraud is occurring or has occurred, they are to report their suspicions. They might, however, take reasonable steps to secure items which may be evidence of wrong-doing but only in circumstances where they do not put themselves or others at risk, or where their actions will not reveal their suspicions to the alleged wrong-doer.

**Related resources**

- A survey of fraud, bribery and corruption in Australia and New Zealand 2012, KPMG
- Fraud and Corruption Self-Assessment Tool, Queensland Audit Office
- Auditor-General Report to Parliament No. 6 for 2017-18 Fraud Risk Management
- Auditor-General Report to Parliament No. 5 for 2012 Results of audits – Internal Control Systems
- Commonwealth Fraud Control Guidelines, Attorney-General’s Department, Canberra, 2011
- Fraud and Corruption Control – Best Practice Guide, Crime and Corruption Commission
- Fraud and Misconduct Survey 2010 – Australia and New Zealand, KPMG
- Fraud Barometer: October 2016-September 2017, KPMG
Information Sheet 3.16 – Contract Performance Guarantees

Introduction

The Financial and Performance Management Standard 2019 (FPMS) regulates the performance guarantees that may be accepted by an accountable officer of a department or a statutory body.

This Information Sheet is intended to assist agencies in establishing and maintaining a contract performance guarantee system, it must be read in conjunction with sections 31 to 35 of the FPMS.

What is a contract performance guarantee?

Contract performance guarantees are arrangements where the issuers (usually insurance companies and financial institutions) may be called upon to pay a fixed amount in cases where there is a failure to perform some contractual obligation. In practice, the majority of such guarantees are issued by a third party on behalf of a contractor guaranteeing satisfactory performance of the contract and appropriating for any deficiency in the contract (up to an agreed amount).

Use of a performance guarantee

Each agency is required to develop and maintain a contract performance guarantee system for determining when a performance guarantee is required for a contract. This contract performance guarantee system must provide for the circumstances in which it is appropriate to obtain a contract performance guarantee.

The contract performance guarantee system must also provide for:

- managing the contract performance guarantees of the agency
- identifying, as soon as practicable, if an approved security provider who has given a contract performance guarantee stops being an approved security provider, and
- the relevant contract to include a condition that if a security provider stops being an approved security provider, the contractor is required to obtain a replacement guarantee within 30 days.

Agencies are encouraged to adopt a risk-based approach when determining circumstances when a performance guarantee is necessary. Usually the cost of obtaining guarantees for low risk/low value projects/contracts would far outweigh the benefits of the security provided. However, there may be circumstances where contract performance guarantees for low risk/low value contracts remain appropriate. For example, an agency may be using a supplier for the first time, and would like additional security.

Acceptable performance guarantee

If an agency decides to ask for a performance guarantee, then the performance guarantee can only be accepted from either the contractor or an ‘approved security provider’ on behalf of the contractor.

A performance guarantee given by a contractor must be a monetary security deposit.
Alternatively, a contractor can arrange for a guarantee to be provided by an approved security provider (as defined in the FPMS). A guarantee provided by an approved security provider could take a variety of forms; for example: performance bond, surety bond, insurance bond, bank guarantee, assurance bond, etc. The agency will decide the appropriate form and value of the performance guarantee. However, the accepted performance guarantee must be:

- irrevocable
- unconditional (including not being conditional on another right or obligation contained in another document, or the need for the agency to prove that a demand has been made)
- payable immediately on demand (in whole or in part) without reference to another person, and
- available until all obligations secured by the guarantee have been performed.

**Definition of an ‘approved security provider’**

The FPMS defines an ‘approved security provider’ as one of the following:

- a financial institution rated by:
  - Fitch Ratings with a long-term credit rating not less than A-.
  - Moody’s Investors Service with a long-term credit rating not less than A3.
  - Standard & Poor’s with a long-term credit rating not less than A-.
- an insurance company rated by:
  - Fitch Ratings with an insurance claims-paying ability rating not less than A-.
  - Moody’s Investors Service with an insurance financial strength rating not less than A3.
  - Standard & Poor’s with an insurer financial strength rating not less than A-.
- Queensland Treasury Corporation, or
- a guarantee provider approved by the Treasurer or a nominated Treasury officer (see section 35 FPMS).

A financial institution is an authorised deposit taking institution in the form of a corporation whose name is entered in the Register of Entities kept by the Australian Prudential Regulation Authority (APRA). A list of names of registered entities may be viewed at the APRA website.

An insurance company is a company authorised under the Insurance Act 1973 (Cwlth) to carry on insurance business. A list of insurance companies authorised to carry on insurance business in Australia is also available on the APRA website.

**Credit checking process**

The relevant agency is responsible for verifying whether a security provider meets the prescribed minimum credit ratings to be an ‘approved security provider’. This check can be conducted on ratings agencies’ websites. Standard & Poor’s (S&P), Moody’s and Fitch have free access for checking the ratings of the institutions rated by them. However, a free account has to be created to be able to access the database. If
an agency is unable to logon to a ratings agency’s website for some reason, they should contact the QTC account manager to have them check the rating.

Below is an example of long term credit rating for Westpac Banking Corp from S&P website:

<table>
<thead>
<tr>
<th>Issuer Credit Rating</th>
<th>Rating Type</th>
<th>Rating</th>
<th>Rating Date</th>
<th>Regulatory Identifier</th>
<th>CreditWatch/ Outlook</th>
<th>CreditWatch/ Outlook Date</th>
</tr>
</thead>
<tbody>
<tr>
<td>Local Currency LT</td>
<td>AA</td>
<td>AA</td>
<td>01-Dec-2011</td>
<td>EE</td>
<td>Negative</td>
<td>07-Jul-2016</td>
</tr>
<tr>
<td>Local Currency ST</td>
<td>A+</td>
<td>A+</td>
<td>12-Sep-1996</td>
<td>EE</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Foreign Currency LT</td>
<td>AA</td>
<td>AA</td>
<td>01-Dec-2011</td>
<td>EE</td>
<td>Negative</td>
<td>07-Jul-2016</td>
</tr>
<tr>
<td>Foreign Currency ST</td>
<td>A+</td>
<td>A+</td>
<td>12-Sep-1996</td>
<td>EE</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

Below is an example of long term credit rating for Westpac Banking Corp from Moody’s website:

Treasurer’s approval to be an approved security provider

Guarantee providers (organisations in the business of providing contract performance guarantees) who do not meet the criteria to be automatically deemed as an approved security provider may apply to the Treasurer or a nominated Treasury officer (see section 35 FPMS) to be declared as such. In assessing whether to approve a provider as an approved security provider, the Treasurer/nominated Treasury officer must assess the provider’s risk profile.

Section 35(2) of the FPMS provides the following examples of factors to be considered when assessing the risk profile of the provider:

- whether the provider is regulated by APRA
- the credit rating of the provider, if any (providers with credit ratings below those outlined in section 31 will only be considered in exceptional circumstances)
- the nature and history of the provider’s operation, and
- the provider’s financial position, including whether the provider has financial backing from another entity.
Other factors which may be considered when assessing the provider’s risk profile include:

- the security provider’s experience in providing contract performance guarantees
- the members of the security provider’s board and management
- the location of the security provider’s business operation. In cases where a provider is a local branch or subsidiary of an overseas parent company, the branch operation should be covered by a parental Deed of Guarantee which covers all financial obligations including both primary and contingent liabilities
- the relationship between the contractor and the security provider (i.e. the contractor and the security provider must not be related parties (within the meaning of the Corporations Act 2001 (Cwlth)))
- the materiality of proposed guarantee fees (i.e. annual guarantee fees should not represent more than 5 per cent of the security provider’s total revenue or assets (whichever is lower)), and
- total outstanding guarantees already provided to Queensland Government departments and statutory bodies. An individual security provider should not have total outstanding guarantees more than those outlined in the table below or 10 per cent of the approved security provider’s liquid assets (whichever is lower), with consideration as to whether a per contract cap should also be implemented.

<table>
<thead>
<tr>
<th>Total outstanding guarantees</th>
<th>S&amp;P long term credit rating of BBB+, BBB or BBB- (or Moody’s or Fitch equivalent)</th>
<th>S&amp;P long term credit rating below BBB- (or Moody’s or Fitch equivalent)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Up to $1 million</td>
<td>Up to $250,000</td>
<td></td>
</tr>
</tbody>
</table>

The following conditions will be attached to every approval:

- the approved security provider must notify Treasury if an operational loss is made in any financial year, and
- the security provider must report any changes in their long term credit rating (where applicable) to the agency that is a party to the contract during the term of the contract.

Please note that the Treasurer’s power to approve a security provider as an ‘approved security provider’ is discretionary.

**Replacement of contract performance guarantee**

The contract performance guarantee system must enable the agency to identify, as soon as practicable, when a security provider stops being an approved security provider (e.g. due to change in credit rating).

As soon as the agency becomes aware that a security provider has stopped being an approved security provider, the accountable officer or statutory body must:

- give notice to the contractor asking for a monetary security deposit and/or security from an approved security provider to be given within 30 days (see section 32(2)(a) FPMS), and
- take reasonable steps to ensure the notice is complied with.
Related resources

- Register of Authorised Deposit-taking Institutions, Australian Prudential Regulation Authority
- Register of General Insurance, Australian Prudential Regulation Authority
Information Sheet 3.17 – Contract Management

Introduction

“Contract management is the systematic and efficient management of contract creation, execution and analysis for the purpose of maximising financial and operational performance and minimising risk. … [It involves ensuring] that goods and services are delivered as agreed over the life of the contract and that value for money is consistently achieved. Contract management as a function can extend beyond the current term of the contract where there are ongoing obligations associated with maintenance agreements, warranties and guarantees.”¹

This Information Sheet is intended to highlight the importance of contract management in all agencies and how to deal with the provision of guarantees and/or indemnities in a contract.

Legislation

The management of contracts is a key component of any good system of internal controls and risk management framework. Agencies are required to have both of these, as mandated by the Financial Accountability Act 2009 (FA Act) and the Financial and Performance Management Standard 2019 (FPMS).

Benefits of good contract management

Benefits of good contract management include:

- allowing agencies to realise expected benefits throughout the life of the contract, including being aware of their rights under the contract and action available to enforce those rights
- allowing agencies to monitor suppliers’ and contractors’ performance throughout the life of the contract, through the documentation and monitoring of key performance indicators (KPIs), targets, or the like
- providing agencies with advance warning of the impending expiry of contracts, and any resultant action associated with such expiry, for example, extending the contract, re-tendering, reassessing business needs, and other important dates under the contract
- enabling agencies to identify opportunities to rationalise the number of contracts they have by coordinating purchasing activities across the agency so multiple cost centres are not contracting with the same supplier
- enabling agencies to monitor contingent liabilities associated with guarantees/indemnities in contract agreements
- allowing agencies to readily identify outstanding guarantees and indemnities, and
- providing clarity around the parties’ agreed roles and responsibilities.

The Auditor-General, in his Report No. 10: 2013-14 **Contract management: Renewal and transition**, highlighted the importance of contract management. The Auditor-General stated that “According to two studies completed in 2012, ineffective contract management can result in lower value for money over time. One study concluded that ineffective governance of contracts can cause contract value leakage of 17 to 40 per cent.”

**System of contract management**

Agencies should have policies and procedures that establish the expectations for effective contract management. This includes ensuring that officers with knowledge of the contract are delegated responsibility for making decisions or recommendations about the contract, for example, approving or recommending variations to the contract. Where appropriate, the inclusion of relevant performance measures within contracts themselves may assist in the monitoring and reporting of performance.

The extent or level of management will depend upon the risks associated with individual contracts. For example, low value, low risk contracts may require minimal contract management, whereas high value, high risk contracts may require detailed oversight by a dedicated contract manager.

**Entering into a Contract**

An agency should enter a written contract with a supplier, contractor or other service provider before that individual or company commences work or supplies any goods or services to the agency. This avoids situations arising where the obligations of the parties are unclear and puts the agency in a stronger bargaining position in negotiating the terms of the contract.

**Maximum Price and Authority to enter the Contract**

A major risk for agencies in contract management arises where expenditure under contracts exceeds the originally intended amount. It is strongly recommended that all contracts entered into by agencies have a maximum price or maximum amount that will be paid by the agency under the contract.

Agencies should ensure that an individual with the correct delegation/expenditure authority (for the maximum amount of expenditure authorised under the contract) executes the contract on behalf of the agency.

Agencies should ensure that billing under the contract does not exceed the maximum price and those individuals with responsibility for managing expenditure under the contract are aware of the maximum price and the amounts spent under the contract to date.

**Central Record of Contracts**

Agencies should have a central record of all key contracts (including any provision of a guarantee or indemnity), capturing information to support contract management activities and reporting. As a minimum, agencies should be recording details of individual contracts (for example, key dates, KPIs, contract value/s), progress payments, variations, retention moneys and guarantees and indemnities.

---

2 [Report No. 10: 2013-14 Contract management: Renewal and transition, Queensland Audit Office.](QOLink)
If there is a guarantee or indemnity in the contract, this central record should capture detailed information on:

- the name of the entity who is the beneficiary of the indemnity or guarantee (that is, who the indemnity or guarantee was provided to)
- the nature and terms of the indemnity or guarantee (for example, what kinds of claims are indemnified, what triggers the payment of the guarantee, what is being guaranteed and the duration of the guarantee or indemnity)
- the purpose of the agreement that contains the indemnity or guarantee
- the estimated dollar value of the risk in relation to the indemnity or guarantee (that is, the estimated loss if the contingent event materialises, noting the practical difficulties in forecasting such estimate), and
- the risk management strategies adopted by the agency to manage or mitigate each indemnity or guarantee entered into, for example, through insurance coverage or other appropriate means.

Guarantees and indemnities

**Guarantee**

A guarantee is a promise whereby one party (the guarantor) promises to another party (the beneficiary) to be responsible for the debt or performance obligations that a third party (the primary obligator) has to the beneficiary, should the third party default in some way.

**Indemnity**

An indemnity is a promise whereby a party (the indemnifier) undertakes to accept the risk of loss or damage that another may suffer (the beneficiary). However, in practice an indemnity is difficult to define as it does not describe a single, specific and universally recognised promise with defined and certain characteristics. In its simplest form, an indemnity is a contractual means for transferring all liability for a known risk from one party to another. The nature and scope of an indemnity will vary depending on the context of the contract.

**Distinction between guarantee and indemnity**

There is a common misunderstanding that guarantees and indemnities are the same and they are treated similarly at law. Reasons for this misconception could be that they do have much in common; for example, they both are contractual in nature and both share the same risk allocation function (that is, make good any loss suffered by another party). However, there are some critical differences as outlined in the table below.

<table>
<thead>
<tr>
<th></th>
<th>Guarantee</th>
<th>Indemnity</th>
</tr>
</thead>
<tbody>
<tr>
<td>Does a primary contract and obligation need to exist?</td>
<td>A guarantee relies on a primary contract between the primary obligator and the beneficiary, and therefore is said to be dependent on the primary contract. If the primary contract fails then the guarantee falls away and the guarantor will have no obligations under the guarantee, despite the beneficiary suffering loss or damage.</td>
<td>An indemnity is independent of any other contract and the obligations of the indemnifier are principal obligations. The indemnity will be enforceable as long as loss has occurred.</td>
</tr>
</tbody>
</table>
If the primary obligator satisfies their obligations to the beneficiary under the primary contract, the guarantor will have no ongoing obligations to the beneficiary under the guarantee.

Scope of liability
The beneficiary may recover the amount the primary obligator owes.

Does it have to be in writing?
A guarantee must be in writing in Queensland. This requirement varies between States.

Rights of subrogation and contribution
If a guarantee is called on and paid, then the guarantor can claim on other co-guarantors (if any) to contribute to the payment and will have the right of subrogation.

Indemnity
The assessment of damages will depend on the nature and terms of the indemnity.

Indemnities do not have to be in writing and may be implied by the court on the basis of particular conduct (subject to statutory limitations).

An indemnity generally does not grant an indemnifier the right of contribution (except as statute may provide) and subrogation.

For the purpose of the Statutory Bodies Financial Arrangements Act 1982 (SBFA Act), the definition of ‘guarantee’ includes ‘indemnity’.

Relationship with contract management

An agency will generally be required to provide an indemnity (and sometimes a guarantee) when entering into a commercial contract. In addition, the provision of a guarantee and/or indemnity is sometimes required under legislation.

A guarantee or indemnity is ultimately a risk transfer mechanism which results in the agency accepting risks in order to facilitate a contractual transaction. These instruments are types of contingent liabilities that may give rise to actual liabilities by the omission or commission of specific future events. As such, the agency should accept such risks only when the expected benefits, financial or otherwise, outweigh the level and cost of the risk assumed by the agency (this will ultimately be the State where the agency is a department).

Whilst these clauses are often included in contracts, the risk imposed under such clauses may vary, and it is very important that agencies carefully consider the extent of the guarantee or indemnity being provided, and obtain legal advice where any uncertainty exists. Particular care should be given to indemnity clauses which are unlimited, either by dollar value or by nature, and consideration given whether it is appropriate to enter into the indemnity at all. If called in, these could have significant financial ramifications for the agency and potentially the State.

Legislative approval requirement

Statutory bodies have specific approval requirements outlined in the SBFA Act when entering into a guarantee or indemnity. For more information about the application of the SBFA Act, refer to the SBFA Act Operational Guidelines. There are no equivalent requirements for departments in either the FA Act or the FPMS.

Risk management
A sound risk management strategy is fundamental to the effective management of exposures (and/or contingent liabilities) that result from the issue of guarantees and indemnities. Section 61 of the FA Act requires accountable officers and statutory bodies to establish and maintain appropriate systems of internal control and risk management. Agencies should have an overall corporate risk management strategy, a component of which should be a separate, more specific and detailed risk management strategy to manage the risks arising from granting guarantees and indemnities.

Risk management involves assessing and accepting risk in a way that minimises the long term costs to the agency, and potentially the State. Agencies should develop systems that consider the allocation of responsibility to officials to:

- manage the relationship with the indemnified party to reduce the likelihood that a contingency is triggered
- manage the risks from an agency perspective, by:
  - identifying the context within which the risk is to be managed
  - identifying the risks to be managed (this can be done in consultation with other parties who may have a greater understanding of the risk)
  - analysing the risks (involves consideration of the possible consequences of the risks and the likelihood that those consequences will occur)
  - identifying the need to retain the risk or whether the risk should be transferred, and
  - if the risk is to be retained, how it is to be treated.

To minimise the agency’s, and potentially the State’s, exposure to risk, any transaction involving the provision of an indemnity or guarantee should not be entered unless:

- there is an explicitly identified risk (that is, these instruments should not be issued simply to provide comfort against general, unspecified events/risks)
- the expected benefits (financial or otherwise) objectively outweigh the level and cost of the risks
- the price of the risk being borne has been factored into the value for money proposition
- there is a demonstrable need to accept the identified risks (in order to facilitate the contract in question)
- potential risks and losses have been identified and rigorously investigated and evaluated
- the agency is adequately protected and alternative options for managing the identified risks have been fully explored (such as the provision of an insurance)
- appropriate risk management strategies are in place and the agency is adequately protected
- there is a clause to ensure that the instrument (indemnities in particular) does not cover damages resulting from malicious, wilful, illegal or reckless acts of the indemnified person
- where there is any uncertainty as to the extent and operation of the indemnity or guarantee, legal advice has been obtained in relation to the indemnity or guarantee, and
- there are arrangements in place for monitoring the identified risks before and after approval for the duration of the contract.
Minimising the associated risks

In commercial practice, the provision of a guarantee or indemnity has become a boilerplate term of a contract and often does not protect the party against liabilities beyond those afforded by common law and/or statute. However, this is not always the case, and the risk imposed under a guarantee or indemnity may extend an agency’s potential liabilities beyond those imposed by the common law or statute. Accordingly, an agency should carefully analyse the extent of the liability it is assuming under the provision of a guarantee or indemnity. Where appropriate, the following clauses should be considered for inclusion in the contract:

- a limit on the operation of the instrument
- maximum financial limits on claims which can be made under the instrument
- a termination clause to ensure the agency has the option to terminate the provision of a guarantee or indemnity arrangement once the contract has ended, and
- subrogation-like clauses (that is, the right to exercise the option of conducting, or participating in, the defence of any claims against the indemnified party, and to require full assistance from that party) and clauses giving the agency the right to take over any litigation related to the contingent liability.

Reporting obligations

Guarantees and indemnities do not impact on underlying cash balances unless the contingent event occurs, creating a liability. However, these instruments are legally binding obligations that can result in significant costs if the contingent event occurs. Agencies are required to report contingent liabilities in their financial statements in accordance with the Financial Reporting Requirements for Queensland Government Agencies.

Related resources

- Developing and Managing Contracts: Getting the right outcome, achieving value for money, Australian National Audit Office, February 2012
- I Manage a Contract, Department of Finance, Western Australia
- Contract Management Framework, Queensland Government Procurement, Department of Housing and Public Works
Information Sheet 3.18 – Derivative Transactions

Introduction

This Information Sheet sets out the policy framework for departments and statutory bodies undertaking derivative transactions (formerly contained in the Derivative Transactions Policy Guidelines issued by Queensland Treasury). Departments and statutory bodies are required to manage their interest rate, foreign exchange (FX) and commodity price risks in accordance with this Information Sheet, and/or in consultation with Treasury and Queensland Treasury Corporation (QTC) as appropriate.

What is a derivative?

A derivative transaction is a financial contract that derives its value from an underlying asset, commodity, liability or index. Examples of derivative transactions include:

- Forward agreements – forward bill agreements, forward commodity agreements, forward exchange agreements and forward rate agreements.
- Futures contracts for bills, bonds, commodities, shares and the share price index.
- Options, whether exchange traded or over-the-counter, including options on bonds, caps, collars, currencies, floors, interest rates, shares and swaps.
- Swaps – commodity, CPI linked, currency exchange, equity linked and interest rate swaps.

Why use derivatives?

Derivatives can play an active role in the management of financial risk. When used prudently, derivatives can offer agencies efficient and effective methods for reducing certain financial risks and achieving cash flow and budget certainty.

Derivative transactions may only be entered into for the purpose of hedging underlying exposures (e.g. foreign currency, commodity price and interest rate risks). Agencies must not enter into derivative transactions purely for speculative purposes.

The use of derivatives within the public sector is essentially related to managing three areas of financial risk exposure: foreign exchange risk, commodity price risk and interest rate risk.

Foreign exchange risk

Foreign exchange risk is the risk that an agency’s operations will be affected by changes in currency exchange rates.

---

3 Hedge: To make an offsetting commitment to minimise the impact of fluctuations in commodity, currency or financial transactions.
Any agency dealing with offshore parties can be exposed to foreign exchange risk. For example, if goods are being purchased from overseas, and payment is being made in a foreign currency or indexed to a foreign currency, foreign exchange risk exists.

Essentially, there are two types of foreign exchange risk:

- **Translation risk** – this refers to the translation of the value of overseas assets and liabilities into domestic currency. Translation risk affects the balance sheet.

- **Transaction risk** – the risk that the value of revenue or expenses will change as a result of a change in the exchange rate between entering into a contract and settling it. Transaction risk will impact upon the operating statement.

When assessing its foreign exchange risk, agencies should seek dual pricing from the supplier in both Australian dollars and in the foreign currency to test implied transaction costs to ensure fair pricing and appropriate contractual protection is in place before deciding how to pay for the goods or services. QTC’s foreign exchange and procurement specialists are available for procurement reviews and foreign exchange advice. For QTC support, you can contact clients@qtc.com.au/qtc-fx.

A step-by-step guide to mitigate FX risks has been developed by QTC, as follows:

**Commodity price risk**
Any agency involved in the buying or selling of commodities is subject to commodity price risk.

Commodity price risk exists where changes in the price of a physical commodity (e.g. fuel, electricity) impact upon an agency's cost structure and cash flows.

**Interest rate risk**

Interest rate risk arises when either borrowing costs or investment returns are affected by changes to the underlying level of interest rates.

Interest rate risk occurs with floating rate loans/investments or the re-financing of fixed term debt/investment. For example, the interest cost on debt will increase as interest rates rise if a security has a floating interest rate.

For departments, interest rate risk associated with their borrowings is implicitly managed via the Government Debt Pool.

**A framework for risk management**

Risk management involves taking deliberate action to reduce the amount of a given risk to an acceptable level and requires an agency to:

- identify its risks or exposures. The agency will need to identify its exposure (including but not limited) to:
  - foreign exchange movements
  - commodity prices, and
  - interest rate risk.

- quantify the level of risk. Once an exposure has been identified, it needs to be quantified where possible. This usually entails some form of sensitivity analysis, for example, “if the value of the A$ increases relative to the US$ or other denominated currency, what is the impact on revenues?”

- evaluate the exposures. Once the quantum of potential exposures has been determined, the agency needs to evaluate the significance of this risk. The sensitivity of the agency to the exposure will drive the formulation of a management strategy. An agency should also consider whether there are any natural hedges arising from opposing exposures. For example, depreciation of the A$ may increase the cost of imported purchases, but may also increase revenue from sales denominated in foreign currency

- manage the risk. Once the exposure has been identified, quantified and evaluated, the agency can consider management alternatives.
  - Will the exposure be hedged? This decision will depend on the evaluation of the exposure and the significance of this to the agency. It will also be based on the agency's attitude towards risk. For example, a conservative agency may aim to hedge 100% of exposures as soon as they are identified, with a view to maintaining cash flow and budget certainty. Alternatively, a decision may be made to leave the exposure uncovered, providing capacity for the agency to gain from a positive change in the area of risk exposure. The cost of hedging also needs to be considered. While a currency exposure may be identified for goods contracted for delivery in two years’ time, the cost of locking in an exchange rate so far in advance may prove prohibitive. The closer to maturity, the cheaper it is to hedge (all other things being equal).
o How much should be hedged? And when? A decision may be made to hedge 100%, 75%, 50% or less. This will depend on the factors outlined above. For example, assume a payment in foreign currency will be made in 12 months’ time, and the decision has been made to hedge it. Part may be hedged now and the remainder gradually hedged over time.

o Which hedging products can be utilised? A range of hedging products can be utilised, ranging from simple (e.g. forward contracts) to sophisticated (e.g. zero-cost collars). It is recommended that caution be exercised when looking at more complex products, as they may not only prove more expensive but are less transparent. For example, overlaying complex hedging arrangements on top of a physical exposure may result in the agency losing sight of its real exposure.

- monitor performance. Once a risk management strategy is in place, the agency needs to measure and report on performance – with strategies revised if necessary. Exposures should be measured and monitored irrespective of whether the exposure is hedged or unhedged. All exposures should be reported on a mark-to-market\(^4\) basis. Hedging strategies should be re-evaluated where key terms and conditions of a hedge are varied during its exposure period.

The table below summarises the roles and responsibilities of individual agencies and Treasury in the risk management process. The table highlights that Treasury’s role is to identify strategic exposures and to manage residual risks on behalf of the State.

<table>
<thead>
<tr>
<th>Risk Management Process</th>
<th>Individual Agency Responsibilities</th>
<th>Treasury Responsibilities</th>
</tr>
</thead>
<tbody>
<tr>
<td>Establish context</td>
<td>• Establish agency financial risk management policy</td>
<td>• Establish whole-of-Government policy guidelines</td>
</tr>
<tr>
<td>Identify the risk</td>
<td>• Risk audit of contracts (e.g. foreign currency and commodity exposures)</td>
<td>• Identify strategic exposures, such as those resulting from budget supplementation arrangements</td>
</tr>
<tr>
<td></td>
<td>• Estimate cash flows and internal offsets</td>
<td></td>
</tr>
<tr>
<td></td>
<td>• Determine time horizon of exposures</td>
<td></td>
</tr>
<tr>
<td>Quantify the level of risk</td>
<td>• Sensitivity analysis</td>
<td>• Analyse net whole-of-Government position</td>
</tr>
<tr>
<td>Evaluate the risk</td>
<td>• Evaluate the size and type of exposure against available risk management options</td>
<td>• Assess the impact of whole-of-Government exposures</td>
</tr>
<tr>
<td>Manage the risk</td>
<td>• Consider management alternatives (accept, restructure or manage exposures)</td>
<td>• Develop policy guidelines</td>
</tr>
</tbody>
</table>

\(^4\) Mark to market: Revaluation of financial instruments to reflect their current market value.
<table>
<thead>
<tr>
<th>Monitor performance</th>
<th>• Monitor exposures against objectives</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>• Review effectiveness of management strategies and consider alternatives</td>
</tr>
<tr>
<td></td>
<td>• Monitor and report on the overall whole-of-Government exposure position</td>
</tr>
</tbody>
</table>

The role of Queensland Treasury Corporation (QTC) and Queensland Investment Corporation (QIC)

**Role of QTC**

Derivatives, by their nature, involve potential significant risk and require substantial expertise in their use. Agencies are not generally expected to have the necessary technical expertise in this area.

Accordingly, it is preferred that all transactions in derivatives by agencies are undertaken through QTC, unless otherwise approved by the Treasurer. QTC will act as an interface with financial markets. This will:

- enable centralised management and control of related risk exposures
- ensure a professional approach to derivative transactions, and
- result in more effective management of whole-of-Government risk exposures.

QTC can also assist agencies in the following areas:

- Advise agencies on appropriate strategies and instruments.
- Identify underlying risks or exposures.
- Advise/assist with agency analysis.
- Manage the risk
  - Develop hedging strategies.
  - Advice regarding hedging of particular exposures.
  - Execution of transactions on behalf of agencies.
- Monitor and report on risk exposures.

QTC (or an external consultant engaged by QTC) will perform a competency review of any agency seeking the Treasurer’s approval to enter into derivative transactions under the FA Act or the SBFA Act.

QTC will review:

- the agency's risk management policy for derivative transactions
- the level of appropriate expertise held by employees of the agency, and
- the quality of appropriate management, control and accountability systems implemented by the agency.

**Role of QIC**

QIC will undertake derivative transactions as part of its overall portfolio management on behalf of clients.
Developing a derivative policy

An agency should establish a risk management policy for derivative transactions if it intends to manage foreign exchange, commodity price or interest rate risk through the use of derivatives.

At a minimum, agencies should be aware of, and must comply with, the following principles in developing a derivative policy:

- agencies will not be permitted to take speculative positions in derivatives:
  - derivative transactions may only be entered into for the purpose of hedging exposures that arise in the normal course of an agency’s business (e.g. foreign currency, commodity price and interest rate risks), and
  - the value of any derivative transactions entered into should not exceed the value of the underlying physical asset being hedged.
- a risk management committee should be established where derivative risks or the volume of transactions are material.

The policy should also consider other relevant issues including:

- the relationship of the policy to the agency’s credit risk policy
- the level of need to use derivatives
- the level of appropriate expertise held by employees of the agency
- the quality of appropriate management, control and accountability systems implemented by the agency
- how these risks may be managed
- the overall appropriateness of the agency undertaking derivative transactions, and
- the appropriate roles and responsibilities of agencies, senior management, Treasury and QTC in relation to derivative transactions.

Requirements and procedures – departments

Legislative requirements

Part 5, Division 6 of the Financial Accountability Act 2009 (FA Act) outlines and regulates the power of departments to enter into derivative transactions.

Section 85(2) of the FA Act provides that a department may enter into derivatives only if:

- the department has received the Treasurer’s approval to enter into derivative transactions, and
- the transactions are entered into for the purpose of hedging underlying exposures (i.e. not speculation).

Credit risk: The risk of suffering loss due to another party defaulting on its financial obligations.
Section 86 of the FA Act requires a department that enters into derivative transactions to provide reports to its Minister at prescribed times and containing prescribed information. The Minister is required to monitor the transactions. A copy of the report must also be given to the Treasurer or an appropriately qualified employee of the Treasury department.

Section 56 of the *Financial and Performance Management Standard 2019* (FPMS) prescribes that, if the duration of the derivative transaction is 90 days or more, reports must be provided by the department on derivative transactions:

- for the duration of the transaction – as soon as practicable after the first day of each quarter, unless the Treasurer approved different timings; and
- when the transaction is complete – as soon as practicable after the first day of the calendar month after completion.

If the duration of the derivative transaction is less than 90 days, then the department must provide the report on the first day of the month after the transaction is completed.

Section 57 of the FPMS prescribes that a report about a derivative transaction must:

- identify the transaction
- state the underlying exposure which the department is hedging
- state details of:
  - the Treasurer’s approval
  - compliance with any approved conditions, and
  - realised or unrealised gains or losses from the transactions.

**Administrative procedures**

A department wishing to enter into a derivative transaction should approach Treasury with complete details of its proposal and a request for approval under the FA Act.

Treasury is responsible for considering and assessing the proposal, and for determining (having regard to the requirements of prudent financial management) whether it is appropriate for the Treasurer’s approval to be given.

**General approval**

On 22 December 2019, the Treasurer granted a general approval for all departments to enter into derivative transactions (effective from date of gazettal, being 3 January 2020).

The general approval is subject to the following conditions:

a) The department must conduct all derivative transactions entered into under the general approval through QTC.

b) The derivative transaction must be for the purpose of hedging foreign exchange risk that arises in the normal course of business.

c) The derivative transaction must be related to foreign currency.

d) For foreign currency derivative transactions:
For any transaction when QTC Supply Chain Payment Solution is used, there is no restriction on the term and value limit of the derivative transaction; and

For any transactions when QTC Supply Chain Payment Solution is not used, the underlying transaction being hedged must be below a limit of AUD $25 million per transaction and the term of the derivative transaction must be less than two (2) years and one (1) month.

For departments utilising the general approval, QTC will provide the reports required under sections 56 and 57 of the FPMS on behalf of the department. The QTC generated reports do not, however, remove the need for agencies to account for the derivative in their financial statements. If the QTC Supply Chain Payment Solution is not used (i.e. where a department enters into derivative transactions in its own name) derivative transaction reporting requirements of the department required by the FA Act continue to apply.

Requirements and procedures – statutory bodies

Legislative requirements

Part 7, division 1 of the Statutory Bodies Financial Arrangements Act 1982 (SBFA Act) outlines and regulates the powers of statutory bodies to enter into derivative transactions.

Sections 53 and 54 of the SBFA Act provide that a statutory body may enter into derivatives only if:

- the statutory body is prescribed by regulation as a body that may enter into derivatives
- the Treasurer’s approval has been given for the statutory body to enter into derivative transactions, and
- the transactions are entered into for the purpose of hedging underlying exposures (i.e. not speculation).

Section 55 of the SBFA Act requires a statutory body that enters into derivative transactions to provide reports to the Treasurer, at the times prescribed under a regulation, containing:

- details sufficient to identify the transaction
- a statement about the underlying exposure the statutory body is hedging
- the stated purpose of the derivative transaction, including details of the Treasurer’s approval and compliance with any approved conditions, and
- details of any realised or unrealised gains or losses from transactions.

The Statutory Bodies Financial Arrangements Regulation 2019 (SBFA Reg) prescribes that reports must be provided by statutory bodies on their derivative transactions on a quarterly basis unless a more frequent reporting requirement is determined by the Treasurer.

If the duration of the derivative transaction is 90 days or more, reports must be provided by the statutory body on derivative transactions:

- for the duration of the transaction – on the first day of each quarter, unless the Treasurer approved different timings; and
- when the transaction is complete – on the first day of the calendar month after completion.

If the duration of the derivative transaction is less than 90 days, then the statutory body must provide the report on the first day of the month after the transaction is completed.
Section 56 of the SBFA Act requires a statutory body to provide the Minister who administers the authorising Act of the statutory body with a report about each derivative transaction. Section 57 of the SBFA Act requires the Minister to monitor the transactions.

Administrative procedures

If a statutory body intends to enter into a derivative transaction it should:

- Check whether it is prescribed by regulation as a body that may enter into derivative transactions.

  *If a statutory body is not prescribed by regulation as a body that may enter into derivatives, its administering department will need to request an amendment to the Statutory Bodies Financial Arrangements Regulation 2019 for it to be allocated power to enter into derivative transactions under the SBFA Act.*

- Approach its administering department with complete details of the proposal and a request that the department seek any necessary approvals on behalf of the body.

The administering department is responsible for considering and assessing the proposal, and for determining (having regard to the requirements of prudent financial management) whether it is appropriate for approval to be given. This determination will form the basis of a recommendation by the department to Treasury regarding the application.

General approval

On 22 December 2019, the Treasurer granted a general approval for all statutory bodies listed under Schedule 8 of the SBFA Reg to enter into derivative transactions (effective from date of gazettal, being 3 January 2020).

The general approval is subject to the following conditions:

a) The statutory body must have a risk management policy for derivative transactions in accordance with the guidance contained in this Information Sheet (formerly contained in the Derivative Transactions Policy Guidelines).

b) The statutory body must conduct all derivative transactions entered into under the general approval through QTC.

c) The derivative transaction must be for the purpose of hedging foreign exchange or interest rate risks that arise in the normal course of business.

d) The derivative transaction must be related to either:
   - foreign currency, or
   - interest rates on a current or future borrowing position.

e) For foreign currency derivative transactions:
   - For any transaction when QTC Supply Chain Payment Solution is used, there is no restriction on the term and value limit of the derivative transaction; and
   - For any transactions when QTC Supply Chain Payment Solution is not used, the underlying transaction being hedged must be below a limit of AUD $25 million per transaction and the term of the derivative transaction must be less than two (2) years and one (1) month.

f) For interest rate derivatives:
   - the value hedged by the derivative transaction must not exceed the proposed loan amount, and
the term of the derivative transaction must not exceed two (2) years and one (1) month.

For statutory bodies utilising the general approval, QTC will provide the reports required under sections 55 and 56 of the SBFA Act on behalf of the statutory body. The QTC generated reports do not, however, remove the need for statutory bodies to account for the derivative in their financial statements. If the QTC Supply Chain Payment Solution is not used (i.e. where a statutory body enters into derivative transactions in its own name) derivative transaction reporting requirements of the statutory body required by the SBFA Act continue to apply.